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Eich plentyn 
a’r cyfryngau 
cymdeithasol. 


A yw eich plentyn yn bod 
yn driw iddo ei hun? 







Cymerwch funud i ystyried eich teimladau, 
fel oedolyn, pan fyddwch yn gweld rhai o’r 
sylwadau a’r delweddau y mae pobl eraill 
ar y cyfryngau cymdeithasol yn eu postio 
amdanyn nhw eu hunain.  


“Pam nad ydw i’n edrych cystal â hynny?”


“Mae’r unigolyn hwnnw’n deneuach/mwy 
cyhyrog na fi /Mae gan yr unigolyn hwnnw 
fwy o liw haul na fi .” 


“Sut y gall yr unigolyn hwnnw fforddio car 
newydd?” 


“Pam dydyn ni ddim wedi cael gwyliau ers 
tair blynedd?” 


“Mae hi bob amser yn ymddangos fel petai’n 
cael amser gwych.”


Nawr, ystyriwch sut y gallai eich plentyn 
ddelio â’r hyn y mae’n ei weld ar y cyfryngau 
cymdeithasol ac yn ymateb iddo, o gofi o mai 
ychydig o brofi adau bywyd sydd ganddo a’i 
ffydd gynhenid bod yr hyn y mae eraill yn ei 
ddweud yn wir ac yn gytbwys. Mae’n bosibl 
y byddai’n teimlo’n anfodlon, yn rhwystredig, 
yn eiddigeddus neu hyd yn oed yn ddig, a 
allai effeithio ar ei ymddygiad, ei lesiant 
         meddyliol a hyd yn oed ei iechyd 
             corfforol. 


Ni ddylai hynny fod yn syndod i chi. Mae’n 
debyg nad eich ffrindiau chi yw’r bobl y mae 
eich plentyn yn eu gweld ar eu llwyfannau 
cyfryngau cymdeithasol, ac nid enwogion 
o Hollywood mohonynt ychwaith. Eu 
ffrindiau, eu perthnasau a’u cyd-ddisgyblion 
nhw ydynt, yn ogystal â grwpiau neu, yn 
gynyddol, ddylanwadwyr sy’n targedu grŵp 
oedran eich plentyn yn benodol gydag 
uchafbwyntiau wedi’u golygu o’u bywydau 
eu hunain, weithiau drwy ychwanegu 
hidlwyr delweddau.


Gall yr angen am ddilysiad, cydymffurfi aeth 
a phoblogrwydd fod yn gryf iawn i berson 
ifanc, gan arwain at fod yn agored i niwed 
yn wyneb yr hyn y mae’n ei wynebu bob 
dydd ar y cyfryngau cymdeithasol, yn aml yn 
ddiarwybod i’w rieni. 


Wrth gwrs, mae’n gwbl bosibl bod pobl sy’n 
postio am yr amser gwych y maen nhw’n 
ei gael, pa mor dda yw eu  canlyniadau 
arholiad neu pa mor rhyfeddol y maen 
nhw’n edrych yn gwthio eu teimladau a’u 
profi adau negyddol eu hunain o’r neilltu. 
Pwy a ŵyr y tu ôl i’r sgrin. Ond nid yw hyn 
yn helpu llesiant eich plentyn, ac ni fydd 
ychwaith yn ei atal rhag gwneud yr un 
peth â’i ffrindiau, ei gyd-ddisgyblion a’r 
dylanwadwyr hynny. 


#kidsonline2021


Sut i helpu’ch plentyn i fod yn driw 
iddo’i hun ar y cyfryngau cymdeithasol?


Mae’r cyngor hwn yr un mor berthnasol i 
lwyfannau fel ffrydio fi deos a gwefannau 
rhannu lluniau, llwyfannau gemau ac 
ystafelloedd sgwrsio.


•  Cymerwch y cyfryngau cymdeithasol o ddifrif a 
pheidiwch byth â diystyru’r rhan y maent yn ei 
chwarae ym mywyd eich plentyn. Cofi wch nad 
oedd y rhan fwyaf o blant yn gyfarwydd â byd 
cyn y cyfryngau cymdeithasol. 


•  Cofi wch fod delweddau’n gryf iawn, ac felly 
gallant fod yn fwy credadwy – a chofi adwy – 
i’ch plentyn.


•  Cymerwch yr amser i siarad â’ch plentyn, gan 
sicrhau eich bod wir yn gwrando ar yr hyn y 
mae’n ei ddweud wrthych. Peidiwch â gwthio 
ei brofi adau i’r cyrion. Gofynnwch sut y mae 
rhai pethau y mae’n eu gweld ar-lein yn 
gwneud iddo deimlo. Gofynnwch pam y mae 
‘hoffi ’ neu ‘rhannu’ deunydd ar y cyfryngau 
cymdeithasol yn bwysig. Gwnewch yn siŵr eich 
bod ar gael bob amser i wrando, a byddwch yn 
gefnogol ac yn anfeirniadol.


•  Awgrymwch i’ch plentyn y dylai feddwl am 
y cyfryngau cymdeithasol yn fwy beirniadol, 
megis a yw’n meddwl bod delweddau 
wedi’u haddasu, a beth oedd y cymhelliant 
gwirioneddol dros bostio’r ddelwedd neu’r sylw.


•  Esboniwch ei bod yn llawer gwell i’ch plentyn 
gael ei dderbyn am bwy ydyw yn hytrach 
na fersiwn ddelfrydol. Dylech arwain drwy 
esiampl ar eich gwefannau cymdeithasol eich 
hun, yn enwedig os yw eich plentyn yn gallu 
gweld eich postiadau cymdeithasol.


•  Esboniwch pam ei bod yn bwysig meddwl cyn 
postio, a sicrhau bod yr hyn sy’n mynd ar-lein, 
yn aros ar-lein.


•  Gofynnwch a yw’r bobl y mae eich plentyn 
yn eu dilyn neu’n dod yn ffrindiau â nhw yn 
rhannu eu diddordebau a’u gwerthoedd, neu 
a yw am gael mwy o ddilynwyr neu ffrindiau 
na phawb arall. Gofynnwch beth mae’n ei 
hoffi  am y bobl hynny mewn gwirionedd.


•  Rydym yn dysgu drwy ein camgymeriadau. 
Esboniwch fod methu neu beidio â bod yn 
berffaith yn iawn, ac mae derbyn hynny a 
bod yn onest yn beth da, gan gynnwys ar y 
cyfryngau cymdeithasol. Byddwch yn onest 
a siaradwch am hyn yng nghyd-destun eich 
methiannau neu’ch amherffeithrwydd eich 
hun, ond hefyd eich llwyddiannau i roi 
cymhelliant.


•  Dylech ganmol eich plentyn, nid yn unig am 
ei lwyddiannau ond am wneud ei orau. Bydd 
hyn yn helpu i godi ei hyder a’i hunan-barch 
a bod yn driw iddo’i hun ar y cyfryngau 
cymdeithasol.


•  Weithiau, bydd yn fuddiol i’ch plentyn gymryd 
seibiant o’r cyfryngau cymdeithasol. Nid cosb 
yw hon (ac ni ddylai gael ei hystyried yn gosb), 
ond cyfl e i fagu nerth newydd. Gall hefyd fod 
yn gyfl e gwych i ymgysylltu â ffrindiau yn y 
byd go iawn unwaith eto, yn enwedig ar ôl 
cymaint o gyfyngiadau yn ystod y cyfnodau clo 
gwahanol yn ystod pandemig COVID-19.


•  Trowch eich gair yn weithred. Ystyriwch 
eich gweithgarwch eich hun ar y cyfryngau 
cymdeithasol ac a yw’n gosod esiampl dda 
neu wael. Cwtogwch ar eich defnydd eich hun 
ym mhresenoldeb eich plentyn... bydd y ddau 
ohonoch wrth eich bodd yn treulio amser 
gyda’ch gilydd.


Sut mae’r hyn y mae eich plentyn yn ei weld ac yn 
ei wneud ar y cyfryngau yn gwneud iddo deimlo? 







www.getsafeonline.org


Get Safe Online


Get Safe Online yw’r ffynhonnell fwyaf blaenllaw 
o wybodaeth a chyngor ar ddiogelwch ar-lein 
yn y DU, i’r cyhoedd a busnesau bach. Mae’n 
bartneriaeth nid er elw rhwng y sector cyhoeddus 
a’r sector preifat sydd wedi’i chefnogi gan nifer 
o adrannau’r llywodraeth, asiantaethau gorfodi’r 
gyfraith a sefydliadau blaenllaw ym maes 
diogelwch y rhyngrwyd, bancio a manwerthu. 


I gael rhagor o wybodaeth a chyngor diduedd 
arbenigol sy’n hawdd ei ddilyn ar ddiogelu eich 
hun, eich teulu, eich arian, eich dyfeisiau a’ch 
gweithlu, ewch i www.getsafeonline.org


Os byddwch yn credu eich bod wedi cael eich twyllo 
ar-lein, rhowch wybod i Action Fraud, sef canolfan 
genedlaethol y DU ar gyfer rhoi gwybod am dwyll 
a seiberdroseddu, drwy ffonio 0300 123 20 40 neu 
drwy fynd i’r wefan www.actionfraud.police.uk


Yn yr Alban, gallwch roi gwybod am dwyll i 
Heddlu’r Alban drwy ffonio 101.


OFFICIAL PARTNERS
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1. Understanding 
cyberbullying


The use of mobile and internet connected technologies are a 
part of everyday life. Young people and adults are socialising 
online, exchanging information and pictures, sharing links, 
and creating and uploading their own content to blogs and 
video hosting sites. Technology can be a powerful, positive 
tool, in all areas of life, including education and learning and 
enables us to do many things that would not otherwise  
be possible.


Technology does not cause people to behave badly – 
however, some people use technology to carry out harmful 
actions, including cyberbullying. It is important for school 
communities, and people working in educational settings 
that support children and young people, to understand what 
cyberbullying is – in order to effectively prevent and address 
harmful behaviour, and promote positive and constructive 
uses of technology. 


“We often discuss cyberbullying with our 
LGB&T young people, but they say the 
positive impact of the internet on their lives, 
especially when it comes to struggles they are 
having relating to their identities, outweighs 
the bad every time. I think that it is important 
to teach when talking about cyberbullying, as 
the amount of support online is invaluable for 
young people. Many young people I work with 
are told ‘just turn it all off’ if they talk about 
having problems online. We should never give 
this advice.”
Local authority e-safety peer ambassador


Addressing all forms of bullying is vital to support the 
health and wellbeing of members of the school community. 
Research shows that bullying has a significant impact on the 
outcomes of children and young people. Cyberbullying, like 
other forms of bullying, affects self-esteem/self-confidence 
and can have a detrimental effect on mental health  
and wellbeing, in the worst cases leading to self-harm  
and suicide.


1.1 What is cyberbullying? 
Bullying is purposeful, repeated behaviour designed to cause 
physical and emotional distress. Cyberbullying (or online 
bullying) is bullying using technologies, particularly over the 
internet or via mobile and gaming networks. 


Cyberbullying is the use of technologies by an 
individual or by a group of people to deliberately  
and repeatedly upset someone else.


•	 Technology can be used to carry out a wide range  
of unacceptable or illegal behaviours. Cyberbullying  
can include:


‒‒ intimidation and threats
‒‒ harassment and stalking
‒‒ vilification/defamation
‒‒ exclusion or peer rejection
‒‒ impersonation
‒‒ unauthorised publication of personal information  


or images


‒‒ manipulation


•	 Cyberbullying can be an extension of face-to-face 
bullying, with technology providing an additional route to 
harass an individual or group.


•	 Cyberbullying can be a way for someone being bullied 
face-to-face to retaliate.


•	 Cyberbullying can be carried out by individuals or groups 
who are known to the person being bullied.


•	 There are also cases where individuals have been 
cyberbullied by people or groups they have never met. 


•	 Any member of the school community – pupil, staff 
member, parent or carer – can be involved in and be 
affected by cyberbullying. Cyberbullying can take place 
between pupils; between pupils and staff; between 
parents and carers and pupils; between parents and 
carers and staff; and between staff members. 


•	 Schools and other educational providers must work with 
the whole school community to understand, prevent and 
respond to bullying behaviour, including cyberbullying.


Understanding cyberbullying
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•	 Cyberbullying can include discrimination and hate  
crimes, including: 


‒‒ sexist bullying
‒‒ racist and faith targeted bullying
‒‒ bullying related to sexual orientation  


(homophobic or biphobic bullying)
‒‒ bullying related to gender identity  


(transphobic bullying)
‒‒ bullying of people because they have special educational 


needs and disabilities


Isn’t it just  
Free Speech?
“Abuse is different to people expressing an honest 
opinion which might differ to those of other people. 
Abuse aims to hurt. Abusers often hide behind the 
idea that all they are doing is expressing an opinion 
or a belief, but if the content or manner of the 
communication is threatening or intends to cause 
distress, then it may be against the law.”


For more information see Stop Online Abuse.


1.2 Forms that 
cyberbullying can take
Threats and intimidation
•	 Threats can be sent by mobile phone, email, within online 


games, via comments on websites, social networking sites 
or message boards. 


•	 Threats can include violence, including sexual violence, 
or threats to disclose information about someone that 
may harm them, or that they are not ready to share – for 
example, the threat to make someone’s sexual orientation 
or gender identity known (to ‘out’ someone) when they 
may not feel ready for this. 


Harassment or stalking
•	 Repeatedly sending unwanted text or instant messages, or 


making phone calls (including silent calls).


•	 Using public forums, such as social networking sites 
or message boards, to repeatedly harass, or to post 
derogatory or defamatory statements. 


•	 Tracking someone’s activity and collecting information 
about them, for example by searching databases and 
social network services; by pretending to be other people 
and ‘friending’ the person; or by using spyware.


•	 Doxing (which comes from the slang ‘dox’ for ‘documents’) 
is the practice of posting personal information about 
someone online without their permission. 


Vilification/defamation
•	 Posting upsetting or defamatory remarks about an 


individual online, or name-calling, general insults, and 
prejudice-based bullying, for example sexist, homophobic 
and racist messages. 


•	 ‘Slut-shaming’ can be defined as the practice of attacking 
(primarily) girls and women on the grounds of perceived 
or fabricated transgressions of socially acceptable 
sexual behaviours i.e. reposting of texts or images, or 
the fabrication of information. This practice attacks girls 
and women on the grounds of their gender and sexual 
identities, and aims to regulate their behaviour by sending 
the message that what is deemed as sexually inappropriate 
conduct can be legitimately used to publically humiliate 
them, whether they engage in it or not.


Ostracising/peer rejection/exclusion
•	 Online exclusion may be harder to detect than people 


being marginalised in a physical space, such as a 
classroom. Social networking sites can be an important 
extension of a person’s social space and activity. 


•	 On some services, it is possible for members to set up a 
closed group, which can protect members from unwanted 
contact, but can also be used to exclude others. Functions 
that can be used to block abusive behaviour can also be 
used to exclude others online.


Identity theft/unauthorised access 
and impersonation
•	 ‘Hacking’ is generally used to mean accessing someone 


else’s account, by finding out or guessing their username 
and password information for example. Unauthorised 
access of systems, accounts or files is not automatically 
a form of cyberbullying, but it is always a serious issue. 
Unauthorised access to computer material is illegal.


•	 There are cases where sites have been set up which  
make use of school logos and name, or using photographs 
of staff or students taken from the school website  
without permission. 



http://www.stoponlineabuse.org.uk
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Publicly posting, sending or 
forwarding personal or private 
information or images
•	 The deliberate public sharing of private content can be 


designed to embarrass or humiliate, and once such 
messages or content are made public, containing them 
becomes very difficult.


•	 Creating, possessing, copying or distributing images of 
children and young people under the age of 18 which are 
of an indecent or sexual nature is illegal, even if they were 
taken in ‘fun’ or by ‘willing’ parties, or if they were taken 
and distributed by the subject of the photograph. 


•	 Sharing private, sexually provocative or sexually explicit 
photographs or films of adults (of people aged 18 and over) 
without their consent, and with intent to cause distress 
(‘revenge porn’), is an offence, regardless of whether the 
subject initially consented to the creation of the content or 
created the pictures themselves.


1.3 Characteristics of 
cyberbullying
All forms of bullying are harmful and unacceptable, including 
cyberbullying. The use of technology in cyberbullying means 
that there are some significant characteristics that differ from 
bullying that takes place in physical spaces. These include:


Profile: people do not have to be physically stronger, older, or 
more popular than the person they are bullying online.


Location: cyberbullying is not confined to a physical location 
and it can take place at any time. Incidents can take place in 
their own home, intruding into spaces that have previously 
been regarded as safe and private. 


Audience: online content can be hard to remove, and  
can be re-circulated and reposted. The potential numbers 
of people who can see content posted online is very large. 
Single incidents of online abuse can quickly escalate into 
cyberbullying, for example, by reposting, sharing  
and comments. 


Anonymity: the person being bullied will not always know the 
identity of the person or people bullying them. They also will 
not know who has seen the abusive content. 


Motivation: cyberbullying is typically carried out on 
purpose. However, initial incidents may have unintended 
consequences, and can escalate through the involvement 
of others. An individual may not feel that by endorsing 
or reposting someone else’s post that they are actively 
participating in bullying. The instigator may not have intended 
an offensive or hurtful comment to be repeated. A single 
incident – one upsetting post or message – may escalate into 
cyberbullying involving a number of people over time. 


Evidence: online and mobile communications leave a  
digital trail. 


Research into cyberbullying
How common is cyberbullying? 
There has been a range of research in this area. Research 
does indicate that cyberbullying incidents are increasing, 
affecting children, young people, and school staff. 


•	 Incidents of bullying overall for children and young 
people in the UK have not decreased since 2010. 
Face-to-face bullying has decreased, while cyberbullying 
has increased from 8% in 2010 to 12% in 2013. 12% of 
9-16 year olds reported experiencing cyberbullying, and 
9% reported face-to-face bullying.


•	 In other research, just over 1 in 10 (11%) young people 
in England said they had experienced cyberbullying 
by phone or online in the last year.


Who is cyberbullied? 
Cyberbullying can affect all members of the school 
community. However, some of the research in this area 
indicates that some members of the community are 
disproportionately affected. Girls, learners with 
special education needs and disabilities, and learners 
identifying as gay, lesbian, bisexual or transgender are 
disproportionately affected by cyberbullying. Cyberbullying 
may relate to race, ethnicity or national origin, and 
religion and faith. All learners should feel safe and a 
part of their school community.


What are the impacts of  
being bullied? 
•	 Bullying can have a profound and negative affect on 


the person being bullied, the person carrying out 
the bullying, and on people witnessing the bullying 
(bystanders). Being a target of bullying increases the risk 
of being depressed later in life by more than half. Being a 
bully also increases the risk of becoming depressed.


•	 Bullying has been related to negative long-term physical as 
well as mental health impacts, and to social and economic 
outcomes. The effects of childhood bullying can be 
evident many years later. 



http://eprints.lse.ac.uk/57598

http://eprints.lse.ac.uk/57598

http://dera.ioe.ac.uk/24730

http://dera.ioe.ac.uk/24730

http://dera.ioe.ac.uk/24730

https://www.lse.ac.uk/media@lse/research/EUKidsOnline/EU%20Kids%20III/Reports/NCGMUKReportfinal.pdf

https://www.stonewall.org.uk/sites/default/files/teachers_report_2014.pdf

https://www.stonewall.org.uk/sites/default/files/teachers_report_2014.pdf

https://www.stonewall.org.uk/resources/school-report-2012

https://www.stonewall.org.uk/resources/school-report-2012

https://www.metrocentreonline.org/pdfs/Experiences_LGBTQ_Intergrated%20Report2015.pdf

http://www.report-it.org.uk/racist_or_religious_hate_crime1

http://www.report-it.org.uk/racist_or_religious_hate_crime1

http://childnetsic.s3.amazonaws.com/ufiles/SID2016/Creating%20a%20Better%20Internet%20for%20All.pdf

http://childnetsic.s3.amazonaws.com/ufiles/SID2016/Creating%20a%20Better%20Internet%20for%20All.pdf

http://www.childtrends.org/wp-content/uploads/2015/08/2015-31BulliesBlockArea.pdf 

http://www.childtrends.org/wp-content/uploads/2015/08/2015-31BulliesBlockArea.pdf 

http://www.childtrends.org/wp-content/uploads/2015/08/2015-31BulliesBlockArea.pdf 

http://www.crim.cam.ac.uk/people/academic_research/maria_ttofi/pub16.pdf

http://www.crim.cam.ac.uk/people/academic_research/maria_ttofi/pub16.pdf

http://www.crim.cam.ac.uk/people/academic_research/maria_ttofi/pub16.pdf

http://ajp.psychiatryonline.org/doi/10.1176/appi.ajp.2014.13101401
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Why do people cyberbully? 
Reasons may include: 


•	 personal, social or family issues


•	 early childhood experience, including parenting  
and maltreatment


•	 they do not like a person 


•	 they feel provoked


•	 they are taking revenge or may have been  
bullied themselves


•	 an acute need for attention


•	 poor self-esteem, depression or anger that they  
cannot manage


•	 asserting and increasing their popularity and social status


•	 inability or unwillingness to empathise with others


•	 to feel powerful and in control 


•	 from boredom or as a form of entertainment


While technology does not cause bullying, it may be used 
by people who would not necessarily bully others face-to-
face. The perceived anonymity of some online activities, 
or disinhibition due to the physical and emotional distance 
between people using technology, may mean that the person 
bullying will do things that they would not do in person. 


Bullying may also be, or felt to be, supported institutionally 
and culturally. Young people may be bullying within 
environments where respect for others, and treating others 
well, is not seen as important – or where disrespect and poor 
treatment is tolerated or encouraged. Individuals who do 
not conform to social norms may face discrimination within 
intolerant communities. 


1.4 Legal duties and powers 
Education settings
•	 All education settings have a duty to protect students 


from all forms of bullying behaviour and provide a safe, 
healthy environment.


•	 Schools are required to ensure children are taught 
about online safety though teaching and learning 
opportunities.


•	 All employers including employers of school staff  
have a duty to ensure the health, safety and welfare  
of employees. 


•	 All school staff have a responsibility to provide a safe 
environment in which children can learn, this includes 
in digital as well as physical spaces. 


•	 Teachers, including headteachers, must safeguard 
children’s wellbeing and maintain public trust in the 
teaching profession as part of their professional duties. 


•	 Schools have a duty to review and develop online safety 
as part of their safeguarding responsibilities. In England the 
Common Framework inspections carried out by Ofsted 
include discussions with learners relating to online safety 
and bullying including cyberbullying, and a review of 
how the school promotes positive behaviour, addresses 
prevention and responds to incidents. 


Civil and criminal law	
Bullying, or cyberbullying, is not a specific criminal offence 
in UK law, however harassment, malicious communications, 
stalking, threatening violence, and incitement are all crimes. 
There are a range of laws that criminalise activity that may be 
related to cyberbullying, including discrimination, harassment 
and threats. 


The age of criminal responsibility in England and Wales is 
10. It is worth noting the Crown Prosecution Service (CPS) 
Guidelines on prosecuting cases involving 
communications sent via social media: 
 
“The age and maturity of suspects should be given 
significant weight, particularly if they are under the age of 
18 […] Children may not appreciate the potential harm and 
seriousness of their communications and a prosecution is 
rarely likely to be in the public interest”.


These laws include: 


•	 Equality Act 2010: establishes that it is against the law 
to discriminate against anyone because of protected 
characteristics. Protected characteristics include disability, 
gender reassignment (when a person undergoes a 
process, or part of a process – social or medical – for the 
purpose of reassigning their sex), race (including colour, 
nationality, ethnic or national origin), religion or belief, sex 
and sexual orientation.


•	 Protection from Harassment Act 1997: includes criminal 
and civil provision for harassment (incidents that have 
happened repeatedly, i.e. on more than two occasions). It 
also provides a more serious offence of someone causing 
another person to fear, on at least two occasions, that 
violence will be used against them. Stalking, including 
cyberstalking, is covered. 


•	 Communications Act 2003: covers all forms of improper 
public communications, and makes an offence of sending 
grossly offensive, obscene, indecent or menacing 
messages, or of sending (or causing to be sent) messages 
causing annoyance, inconvenience or needless anxiety.


•	 Computer Misuse Act 1990: may apply when 
cyberbullying takes the form of hacking into someone 
else’s account. There are also additional civil laws on 
confidentiality and privacy.


•	 Criminal Justice and Courts Act 2015: criminalises the 
sharing of private, sexual photographs or films (‘revenge 
porn’) of adults without their consent, with the intent to 
cause distress. 



https://www.gov.uk/government/publications/behaviour-and-discipline-in-schools

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

https://www.gov.uk/government/collections/teachers-standards

https://www.gov.uk/government/publications/national-standards-of-excellence-for-headteachers

https://www.gov.uk/government/publications/common-inspection-framework-education-skills-and-early-years-from-september-2015

http://www.cps.gov.uk/legal/a_to_c/communications_sent_via_social_media/

http://www.cps.gov.uk/legal/a_to_c/communications_sent_via_social_media/

https://www.gov.uk/discrimination-your-rights/how-you-can-be-discriminated-against

http://www.legislation.gov.uk/ukpga/1997/40/contents

http://www.legislation.gov.uk/ukpga/2003/21/contents

http://www.legislation.gov.uk/ukpga/1990/18/contents

http://www.legislation.gov.uk/ukpga/2015/2/contents
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•	 Protection of Children Act 1978: criminalises the taking, 
creating, showing, distributing, possessing with a view to 
distributing, and publishing any advertisement of indecent 
photographs of children (people under the age of 18).


•	 Criminal Justice Act 1988: makes the possession  
of indecent photographs of children (under 18) a  
criminal offence.


Understanding 
cyberbullying: checklist


Are school staff aware of the different forms 
that cyberbullying can take, and the specific 
characteristics of cyberbullying? 


Does the school share a clear understanding  
of what cyberbullying is, and why it is  
not acceptable? 


Does the school support all staff in their 
duty to understand, prevent and respond to 
cyberbullying through policy, procedures, and 
regular training and development opportunities?


Is the school familiar with the key laws and 
statutory guidance which relate to cyberbullying? 


Does the school effectively address the range of 
issues relating to bias and prejudice?


Department for Education (2016) Keeping 
children safe in education: Statutory 
guidance for schools and colleges


Gov.UK Bullying at school: the law


Department for Education (2014) Cyber 
bullying: advice for headteachers and 
school staff


Department for Education (2015) Behaviour 
and discipline in schools


Ofsted (2015) Inspecting safeguarding in 
early years, education and skills from 
September 2015


Department for Education (2015) Working 
together to safeguard children


Resources



http://www.legislation.gov.uk/ukpga/1978/37

http://www.legislation.gov.uk/ukpga/1988/33/contents

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

www.gov.uk/bullying-at-school/the-law

http://www.gov.uk/government/publications/preventing-and-tackling-bullying

http://www.gov.uk/government/publications/preventing-and-tackling-bullying

http://www.gov.uk/government/publications/preventing-and-tackling-bullying

http://www.gov.uk/government/publications/behaviour-and-discipline-in-schools

http://www.gov.uk/government/publications/behaviour-and-discipline-in-schools

http://www.gov.uk/government/publications/inspecting-safeguarding-in-early-years-education-and-skills-from-september-2015

http://www.gov.uk/government/publications/inspecting-safeguarding-in-early-years-education-and-skills-from-september-2015

http://www.gov.uk/government/publications/inspecting-safeguarding-in-early-years-education-and-skills-from-september-2015

http://www.gov.uk/government/publications/working-together-to-safeguard-children--2

http://www.gov.uk/government/publications/working-together-to-safeguard-children--2
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Effectively addressing cyberbullying means making sure 
everyone in the school knows that bullying, including 
cyberbullying, is not acceptable and knows how to identify 
and take action against cyberbullying.


•	 Schools and other educational settings should take 
proactive measures to help prevent cyberbullying from 
occurring, and to reduce the impact of any incidents that 
do happen.


•	 All state schools are required to have a clear policy on 
tackling all forms of bullying, which is owned, understood 
and implemented by the whole school community.


•	 All schools are required to follow anti-discrimination laws, 
and staff must act to prevent discrimination, harassment 
and victimisation within the school. 


Cyberbullying prevention should build on these  
requirements, promoting and maintaining a safe and 
welcoming environment.


Effectively addressing cyberbullying is an ongoing 
commitment, as a whole school community, to:


•	 understand and talk about cyberbullying 


•	 keep policies and practices up to date 


•	 make reporting easier 


•	 promote the positive uses of technology


•	 evaluate the impact of your activities


2.1 A whole school  
community approach
For schools, ‘whole school community’ means learners, 
teachers, support staff, parents and carers, school leaders, 
governors, and all the people who provide support – including 
teaching assistants, break and lunchtime supervisors, and 
extended school provision staff. The school will need to 
provide a range of opportunities and routes for engagement 
with the different members of the whole school community. 


The whole school community should be involved in agreeing 
an accessible and meaningful definition of bullying, which 
includes cyberbullying, and take an active role in preventing 


and responding to cyberbullying. As with other issues that 
potentially impact on the whole school community, wherever 
possible and appropriate, policies and processes should be 
discussed, agreed and developed collectively.


A positive whole school community ethos which promotes 
mutual respect and trust can help reduce incidents and the 
impact of incidents. All members of the school community 
should be confident that bullying behaviours and actions will 
be challenged, wherever they take place. 


“We have a weekly parent bulletin where we 
pass on information about internet issues to 
parents. By having this as a regular activity  
we can flag problem behaviours and guidance 
without creating moral panics about  
individual issues.”
Assistant principal, secondary school 


2.2 Coordinate 
responsibility
A member of the senior leadership team will need to take 
overall responsibility for the coordination and implementation 
of cyberbullying prevention and responding strategies. 


The schools anti-cyberbullying work will need to involve:


‒‒ the Senior Management Team
‒‒ staff with responsibility for pastoral care and  


behaviour issues 
‒‒ the designated safeguarding lead (DSL)
‒‒ the IT network manager
‒‒ students
‒‒ teacher unions / professional associations  


representing staff
‒‒ school governors 
‒‒ parents and carers


2. Preventing 
cyberbullying



https://www.gov.uk/bullying-at-school/the-law
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Schools should support and encourage parents and carers 
to talk to children and young people about cyberbullying. 
This will help reduce the number of bullying and cyberbullying 
incidents and limit the impact of harm caused. 


The school will need to identify and work with key 
safeguarding partners from outside agencies, for example: 


•	 the police


•	 the Local Authority


•	 the Local Safeguarding Children Board (LSCB) 


•	 your local Broadband Consortia (if they are providing you 
with IT services)


Key external organisations can provide information, guidance, 
and training on issues relating to specific kinds of bullying – 
for example gender, LGB&T and disability. They can support 
schools and staff in understanding different discriminatory 
behaviours, and equip the school to recognise and  
challenge them.


Share cyberbullying resources, practices and ideas with  
safeguarding leads from other schools and local authorities  
to ensure joined up and effective prevention.


2.3 Understanding and 
talking about cyberbullying
Developing and agreeing on a shared understanding of what 
cyberbullying is, and supporting school-wide discussion 
around the issue of cyberbullying provides a firm foundation 
for prevention activities. Everyone should be aware of the 
forms that cyberbullying can take, and the characteristics  
of cyberbullying.


The school should consider what it could do to actively 
promote the welfare of groups that are disproportionately 
affected by cyberbullying. Include discussion of prejudice-
related bullying and hate incidents. Sexist, racist, 
homophobic, biphobic and transphobic cyberbullying, as well 
as cyberbullying related to disability, should be addressed. 


Many schools have found taking a creative 
approach to understanding and talking about 
cyberbullying can be particularly effective – 
with pupils producing plays, films, songs, 
websites, games and posters.


Children and young people need to be encouraged to take 
responsibility for their own actions, and be equipped to 
know how to respond if they are cyberbullied, or if they see 
someone else being cyberbullied. They also need to be given 
assurance that they are not on their own when it comes to 
addressing cyberbullying – that the school will help them if 
they or anyone they know is being cyberbullied. 


“Understanding and talking about the 
positives of the internet can help young 
people who have had a tough time with 
cyberbullying. Social media doesn’t cause 
cyberbullying, but services like Instagram, 
Facebook and YouTube can be misused. 
Helping children and young people support 
and educate each other about the impact 
and consequences of bullying online can 
be a really effective way of combatting 
cyberbullying.”
Local Authority e-safety peer ambassador


Curriculum opportunities 
In England, the Computing Programmes of Study for primary 
and secondary schools includes internet safety requirements 
at all key stages, to ensure children and young people can 
use technology safely and respectfully, and that they are able 
to identify risks and report concerns.


Schools are under a statutory duty to promote the Spiritual, 
Moral, Social and Cultural development (SMSC) of their pupils. 
This includes issues relevant to cyberbullying, including: 


•	 developing self-knowledge and self-esteem


•	 understanding the difference between right and wrong


•	 taking responsibility for your own behaviour and making a 
positive contribution locally and socially


•	 respecting cultural differences and others 


Cyberbullying can also be addressed through the citizenship 
curriculum, through Personal Social Health and Economic 
education (PSHE), as well as Religious Education (RE).


Publicising Sanctions
Pupils need to be aware of the importance of safe physical 
and digital environments and how to behave responsibly 
when using technology. Pupils, parents and carers, staff 
and governors should all be aware of the consequences of 
cyberbullying. Young people and their parents and carers 
should be made aware of pupils’ rights and responsibilities 
in their use of technologies, and what the sanctions are for 
cyberbullying and instances of online abuse. Information 
should be accessible to all pupils. 


Staff can be disciplined, and in some cases will be prohibited 
from teaching, if they participate in unacceptable professional 
conduct. This includes sustained or serious bullying, which 
includes cyberbullying.
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Provide information about bullying 
that takes place out of school
Schools have some powers in relation to out-of-school 
bullying, under the Education and Inspections Act 2006. 
Students and parents will need to know that the school can 
provide them with support if cyberbullying takes place out  
of school.


The school should publicise arrangements for dealing with 
issues in school holidays, including signposting parents and 
learners to relevant reporting routes and external support 
when appropriate. 


2.4 Updating existing 
policies and practices
Cyberbullying issues will impact on a range of other  
policies – staff development, ICT support and infrastructure, 
and e-learning strategies, for example. 


Schools should ensure that their anti-bullying policy and/or 
school behaviour policy makes reference to specific types of 
bullying, including cyberbullying. 


“County schools take a wide range 
of approaches to ensuring their anti-
cyberbullying work is effective. This includes 
the involvement of student councils in 
updating policies to ensure student voice is 
heard – some schools have student versions 
of key policies to ensure they are accessible 
and understood.”
Local Authority e-Safety officer 


Acceptable Use Policies (AUPs) are the rules 
that students and staff agree to follow in order to 
use technology in school. AUPs represent how 
everyone in the school makes use of technology – 
what behaviour is expected and looks like within the 
community, to keep pupils and staff safe, and ensure 
the school is not brought into disrepute. Engage 
young people and staff in the development and 
drafting of AUP policies. It is important to ensure the 
language used is appropriate and accessible to the 
age or group of students it is intended for. 


“Our e-safety group has also just created 
a child-friendly AUP which we are about to 
launch. The policy has been written with input 
from children, staff and governors.”
Deputy Headteacher, primary school 


It is for schools to decide if they wish to ban or restrict the 
use of mobile phones or devices or certain internet sites 
during school hours. It is open for schools to include in their 
behaviour / anti-bullying policies measures to restrict the use 
of mobile devices and websites as well as sanctions for their 
misuse. It is important that rules are well-publicised and that 
parents are made aware of them. All staff members should 
apply rules consistently.


2.5 Making reporting 
cyberbullying easier
Reporting any incident of bullying can be difficult for the 
person being bullied and for bystanders. It may be particularly 
difficult for young people to report cyberbullying if reporting 
will reveal something about their online activities that they do 
not want to share.


Engagement with technology involves feelings as well as 
actions – above all it is a social activity that allows young 
people to feel connected to their peers. Telling a young 
person who has been cyberbullied to keep their mobile phone 
switched off, delete an account, or to stay off the internet as a 
response to cyberbullying may be interpreted as a disruption 
of their social life and perceived as a punishment. In some 
cases, the knowledge that this is likely to be a response may 
prevent reporting. 


All members of the community should recognise that asking 
for help is not a failing or a weakness, but a strength which 
shows courage and good judgement. All members of  
school staff should treat all disclosures of harm with respect 
and seriousness. 


Publicise reporting routes 
Make reporting incidents as easy as possible, providing  
a range of ways to report, including confidential and 
anonymous reporting routes.


All members of the community should know who they can 
talk to if they become aware of or suspect cyberbullying is 
taking place, or if they themselves experience cyberbullying. 
All staff should be clearly informed of reporting procedures 
by school leaders, and be aware how important it is to report 
cases as early as possible.
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A bystander is someone who sees or knows about bullying 
or other forms of violence that is happening to someone 
else. Schools should ensure the community is aware of the 
importance of reporting all incidents they are aware of. 


Setting up a pupil cyberbullying taskforce or peer support 
programme, or focusing on cyberbullying within existing 
groups – such as the school student council or student digital 
leaders group – can be an effective way to raise awareness 
and engage learners. Some organisations offer online safety 
peer education programmes to schools, for example, Childnet 
International’s Digital Leaders Programme.


2.6 Promoting the positive 
use of technology
New technologies are being developed all the time. Keeping 
up-to-date and informed about young people’s use of 
technologies, and their potential abuse and risks, is important. 
While children and young people are experts on their own use 
and can be a valuable source of information about technology, 
they may not necessarily understand all of the risks involved 
and the strategies for keeping their experience of technology 
safe and enjoyable. 


Schools are required to ensure appropriate filters and 
appropriate monitoring systems are in place. Filtering and 
monitoring systems should protect learners from harmful 
materials, but not prevent schools from effectively teaching 
about and addressing online safety and cyberbullying.  
The UK Safer Internet Centre provide advice on  
appropriate systems. 


Inflexible blocking and filtering policies can make it difficult 
for school staff to address incidents (for example, contacting 
service providers), and may restrict access to sites and 
information that is useful and relevant to students. Education 
and discussion around digital literacy, responsible use and 
online safety is essential to help children and young people 
deal confidently with problems that may arise, whether in or 
out of school.


It is important that learners and staff members are aware of 
what monitoring procedures are in place. Schools should 
ensure data protection procedures are adhered to in relation 
to monitoring data access and handling. Monitoring should 
be compliant with legal requirements and help protect the 
community against harassment, while respecting the rights of 
those who are being monitored. 


Many schools make use of text, email, blogs and social 
networking services to inform and engage parents and carers. 
Schools should ensure staff making official use of social 
networking services and social media sites understand how to 
manage accounts responsibly.


“We regularly post anti-cyberbullying tips and 
information for parents from one of our school 
Twitter accounts, and through an online 
newsletter and by letter.”
e-Safety Coordinator, secondary school  


Promote online safety and  
digital literacy 
Technology is being used in schools to support engaging, 
positive and effective learning, and for differentiation. 
Embedding appropriate technologies within practice can be 
used to enhance educational opportunities for all – making 
learning more flexible, creative, accessible and effective. Staff 
development around digital literacy and e-learning provides a 
great opportunity for staff to both develop their own practice 
and skills creatively, and to support children and young people 
in their safe and responsible use of technology.


Some young people will have restricted internet access, or 
restricted access to online spaces and communities, and may 
depend on school networks to find information, build positive 
connections, and participate in everyday life online in the 
same way their peers do. It is important that school staff do 
not make assumptions about young people’s confidence and 
competence in relation to the use of technology, but support 
all learners in becoming digitally literate.


Some steps to take include:


•	 staff and students should never reply to upsetting 
messages or images. Instead, they should keep any 
evidence and report the incident. 


•	 encourage staff and pupils to become familiar and 
confident with the account management tools of  
the services they use, particularly privacy and  
blocking features. 


•	 ensure that staff and students are aware of the importance 
of keeping passwords confidential. 


•	 everyone should know how to properly log out of accounts 
and lock devices. Students and staff should never leave 
unlocked devices unattended. 


•	 staff and students should protect personal devices  
by using a PIN number or similar, and activate timed  
‘lock out’.


There is a range of resources available to schools which can 
be used in the classroom or to support individual learners, 
staff members and parents. Many are highlighted on the 
website of the UK Safer Internet Centre, where you can 
also find information about the annual Safer Internet Day, an 
opportunity to raise awareness and educate on the safe and 
positive use of the internet. 



http://www.childnet.com/digital-leaders

http://www.saferinternet.org.uk/advice-centre/teachers-and-professionals/appropriate-filtering-and-monitoring

http://www.saferinternet.org.uk/advice-centre/teachers-and-professionals/appropriate-filtering-and-monitoring

http://www.saferinternet.org.uk
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2.7 Evaluating the impact of 
prevention activities 
Regular reviews of the impact of cyberbullying activities are 
vital to reduce incidents in the long term. The school should 
consider how it might measure the impact of prevention 
activities most effectively, as well as measuring the impact of 
prevention activities, and how it will communicate findings to 
the whole school community. 


When an issue is made visible and people feel safe to discuss 
and identify incidents – for example, sexist or homophobic 
cyberbullying, it is likely that the school will see the number of 
reports relating to those issues increase in the short term. 


Many schools conduct annual student and staff cyberbullying 
surveys. These address how safe members of the school 
community feel, how comfortable they feel in reporting 
cyberbullying incidents, and how happy they are with the 
ways incidents are dealt with. It is useful also to conduct 
a parent and carer satisfaction survey. Asking questions 
about cyberbullying will provide you with an indication about 
awareness and the success of your prevention work.


Publicise progress, activities and impact findings to the  
whole school community.


Preventing 
cyberbullying: checklist


Are the senior leadership team confident and 
up-to-date in their knowledge of understanding, 
preventing and responding to cyberbullying? 


How does the school ensure the whole school 
community is involved in anti-cyberbullying 
activities, including the creation of  
related policies? 


Do staff have an understanding of how the 
children and young people in the school 
community use technology? Is the school 
familiar with the devices, sites and apps the 
community use? 


Do all members of staff understand  how to 
report any incident of online abuse they become 
aware of? How are students encouraged to 
report cyberbullying?


Does the school support anonymous and 
confidential reporting?


How does the school support learners who  
are cyberbullied out of school hours, and in  
school holidays? 


How is the school providing digital literacy 
support and opportunities for staff and students? 


How is the school monitoring and measuring the 
impact of its prevention work? 


The Your Own Technology Survey (YOTS) is a free 
tool to help schools and researchers better understand 
the digital technology their students use out of school.


The UK Safer Internet Centre have produced a 
guide for education settings and filtering providers 
about establishing ‘appropriate levels’ of filtering and 
monitoring: www.saferinternet.org.uk/advice-
centre/teachers-and-professionals/appropriate-
filtering-and-monitoring


The South West Grid for Learning’s 360 degree safe 
self-review tool is free for schools to use, and can 
help schools take a strategic approach to their online 
safety work.


The Childnet Digital Leaders Programme helps to 
empower young people in both primary and secondary 
schools to champion digital citizenship and digital 
creativity within their schools and to educate their 
peers, parents and teachers about staying safe online.


The Diana Award Anti-Bullying Campaign 
empowers young people, professionals and parents to 
tackle all forms of bullying as Ambassadors who help 
to keep their peers safe online and offline.


Resources



http://www.yots.org.uk

www.saferinternet.org.uk/advice-centre/teachers-and-professionals/appropriate-filtering-and-monitoring

www.saferinternet.org.uk/advice-centre/teachers-and-professionals/appropriate-filtering-and-monitoring

www.saferinternet.org.uk/advice-centre/teachers-and-professionals/appropriate-filtering-and-monitoring

https://360safe.org.uk

https://360safe.org.uk

http//www.childnet.com/digital-leaders

http://www.antibullyingpro.com
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The South West Grid for Learning (SWGfL) e-Safety 
Policy Template addresses a range of e-safety and 
cyberbullying issues, and includes a section on a 
school ‘Search and Deletion Policy’, as well as an 
Acceptable Use Policy (AUP). 


London Grid for Learning School Online Safety 
Policies page provides schools with a wide range of 
policy resources, information and guidance, including 
AUP templates and model letters for parents  
and carers.


Kent Online Safety (e-Safety) Guidance pages host a 
range of documents, policies and templates, including 
a school e-safety policy generator and AUP policies.


True Vision is a site providing information about 
identifying and reporting hate crimes and incidents, 
including racist and homophobic material. 


Discrimination: your rights from Gov.UK. 


Cyberbullying and children and young people 
with SEN and disabilities: guidance for teachers 
and other professionals (2014) Anti-Bullying Alliance.


The Childnet STAR SEN Toolkit provides practical 
advice and teaching activities to help educators 
explore e-safety with young people with autism 
spectrum disorders in Key Stage 3 and 4.


Stop Online Abuse provides information for women 
and LGB&T people.


Stonewall provides a range of research and resources 
for schools, including Staying Safe Online (2014), 
Working with Faith Communities, and Tackling 
Homophobic Language  
in schools.


Youth Chances is an action research project 
working to improve the lives of lesbian, gay, bisexual, 
transgender and questioning (LGBTQ) young people 
across England.


Government Equalities Office and Department 
for Education (2014) Evidence review: what works in 
tackling homophobic, biphobic and transphobic (HBT) 
bullying among school-age children and  
young people?



http://swgfl.org.uk/products-services/esafety/resources/creating-an-esafety-policy

http://swgfl.org.uk/products-services/esafety/resources/creating-an-esafety-policy

https://www.lgfl.net/online-safety/resource-centre?s=24

https://www.lgfl.net/online-safety/resource-centre?s=24

http://www.report-it.org.uk/home

http://www.gov.uk/discrimination-your-rights

http://www.anti-bullyingalliance.org.uk/media/7441/cyberbullying-and-send-module-final.pdf

http://www.anti-bullyingalliance.org.uk/media/7441/cyberbullying-and-send-module-final.pdf

http://www.anti-bullyingalliance.org.uk/media/7441/cyberbullying-and-send-module-final.pdf

http://www.childnet.com/star

http://www.stoponlineabuse.org.uk

http://www.stonewall.org.uk/our-work/education-resources

http://www.youthchances.org

http://www.gov.uk/government/publications/homophobic-biphobic-and-transphobic-bullying-evidence-review

http://www.gov.uk/government/publications/homophobic-biphobic-and-transphobic-bullying-evidence-review
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3. Responding to 
cyberbullying


Schools will need to address all incidents of cyberbullying 
that are reported or identified. Bullying and cyberbullying are 
often linked to discrimination. Schools should be aware of 
this and prepared to address it appropriately. Existing policies 
and procedures (including anti-discrimination, behaviour, and 
safeguarding policies) should equip staff to deal with all forms 
of bullying, including cyberbullying.


3.1 Responding to incidents 
Help should be provided as early as possible. As soon as 
cyberbullying has been reported or identified: 


•	 provide appropriate support for the person being  
bullied – making sure they are not at risk of immediate 
harm. Involve them in decision-making as appropriate.


•	 consider recording incidents, including recording action 
taken. Schools are not required to record incidents of 
bullying, however, there are many benefits to properly 
documenting incidents – for example, it can help with 
investigation into reported or suspected cases, with  
repeat incidents, and with providing information to  
parents and carers.


•	 if the incident does not constitute a criminal offence, work 
with those involved to ensure upsetting material is removed 
from devices and services as quickly as possible. 


•	 if the incident does constitute a criminal offence, it should 
be reported according to protocols. Evidence should be 
secured appropriately. 


•	 inform other staff members, and parents and carers,  
where appropriate.


•	 work with the person bullying to restore relationships and 
make sure all pupils involved feel safe inside and outside 
of school. Where there is evidence of bullying behaviour, 
appropriate sanctions should be applied. 


•	 pupil/s that have been bullied should feel safe and 
confident that there will not be a repeat incident, and that 
the school community has learnt from the incident.


Bullying incidents can bring the school community into 
disrepute. In the case of media interest, ensure staff follow the 
school or local authority process for talking to and managing 
press contact. 


“A hate account was created online branding 
our female students as “sluts.”  Concerned 
emails and calls flooded in from parents 
and students. One of the important ways in 
which we responded was by talking to all 
our learners about what they could do to 
protect themselves online, and to make sure 
that our male students understood that this 
kind of abuse also effects them negatively – 
it doesn’t just have consequences for girls. 
Our students shared their feelings about the 
account and we did feel like we addressed 
the issue as a community.” 
Assistant Principal, secondary school  


3.2. Identifying illegal 
content and activity
Some instances of online abuse and cyberbullying may be 
illegal. Schools should have internal procedures relating to the 
discovery of illegal digital content on school computers, or on 
learner or staff devices. 


In the case of illegal activity, the police will be able to assist 
schools and other organisations supporting children and 
young people to determine what content is needed for the 
purposes of evidence, and how best to secure this. 


Illegal content and activity includes: 


•	 indecent images of children (under the age of 18)


School staff should not view illegal images unless doing so is 
unavoidable or necessary. Staff should never copy or forward 
illegal images. 


If a young person (under the age of 18) has produced or 
shared material consensually, without pressure or malice, it 
may be appropriate for the school to manage the incident 
directly, after they have conducted a full and robust risk 
assessment. 
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Schools should always refer incidents to the police  
where they: 


‒‒ involve adults
‒‒ involve coercion or blackmail
‒‒ are extreme in their nature or violent
‒‒ involve a child or children under 13
‒‒ where the child is at immediate or significant risk of harm


The UK Council for Child Internet Safety (UKCCIS) provide 
further advice in Sexting in schools and colleges.


Contact the Internet Watch Foundation if illegal images 
have been posted on the internet.


Contact CEOP if there is any concern that a child has been 
coerced into produced images, or is being groomed or  
sexually exploited.


•	 obscene content, for example depictions of rape  
or torture. These can be reported to the Internet  
Watch Foundation.


•	 hate crimes and incidents, including racist material. 
Contact your local police. Incidents can also be reported  
to True Vision.


•	 ‘Revenge pornography’ – the publication of sexual images 
of an adult  without their consent. Contact the Revenge 
Porn Helpline. 


•	 stalking and harassment. Contact the emergency services 
if there is an imminent threat of danger, alternatively, 
contact the local police or the National Stalking Helpline.


•	 threats of violence, rape or death threats. Contact the 
emergency services if there is an imminent threat of danger. 
Alternatively, contact the local police.


•	 images or recordings of a crime, e.g.an assault on a 
member of the school community are not illegal, but should 
be passed to the police. 


Sexually explicit photographs and videos of young 
people under the age of 18 are legally regarded 
as indecent images of children. They are illegal to 
produce, forward or show to others, or possess, 
regardless of whether the pictures were taken and 
shared with the permission of the young person  
they depict.  


Sexual images used to bully or coerce should be 
reported to the police. Where appropriate, the police 
are able to record incidents so as to limit the long term 
negative impact on young people. 


3.3 Containing the incident 
If images or other data break the law, they should be 
preserved appropriately as evidence. If content is upsetting 
but not illegal, then steps should be taken by the school to try 
to contain the incident as soon as possible.


Try to stop content that has been used to cyberbully  
from spreading.


The quickest and most effective route to getting inappropriate 
material taken down from the web will be to have the person 
who originally posted it remove it: 


•	 if you know who the person responsible is, explain why the 
material is hurtful and request they remove it. 


•	 pupils can be asked to delete offending content from their 
mobile phones or other devices. 


•	 refusal to delete material from a personal device is likely to 
constitute reasonable grounds for confiscation. 


•	 if pupils refuse to delete content, a parent or carer should 
be contacted. 


•	 pupils can be asked to list to whom they have forwarded 
information, and where it is posted. 


If the person who posted the material is not known, contact 
the site or service hosting the material to make a report to get 
the content taken down. Service providers should remove 
material that breaches their terms and conditions. 


When and how to contact  
service providers
Addressing cyberbullying and ensuring the people involved 
take responsibility for their actions is not something that can 
be achieved just by using technology. Many sites and services 
provide blocking and privacy tools, and these features can 
sometimes be useful in stopping unwanted or upsetting 
contact. For example, if a social networking service member 
is receiving unwanted messages from another member, 
blocking the account is a way of stopping messages being 
received from that account. 


Staff, pupils, and parents and carers can contact the service 
provider or host (i.e. the chatroom, the social network 
provider, or mobile operator) to report what has happened  
and get advice on how to stop this happening again. The 
service provider may be able to block particular senders or 
callers (for landlines), take down materials, or even delete the 
accounts of those that are abusing the service. 



https://www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis

https://www.iwf.org.uk

http://www.ceop.police.uk/safety-centre/

https://www.iwf.org.uk

https://www.iwf.org.uk

http://www.report-it.org.uk/home

http://www.revengepornhelpline.org.uk

http://www.revengepornhelpline.org.uk

http://www.suzylamplugh.org/Pages/Category/national-stalking-helpline
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Reporting on social media platforms: advice from the 
UK Safer Internet Centre’s Professionals Online 
Safety Helpline:


When making a report to a social media site it is 
important that you identify the correct report category, 
to make sure the platform can review the content 
correctly. For example, if a page is using the name of 
your school and the school logo without permission, 
that isn’t offensive or abusive in itself – so unless 
the content is abusive the report will be rejected. 
If, you report the page for the unauthorised use of 
your intellectual property (school name and logo), or 
impersonation, the report is likely to succeed. Take 
some time to understand the site’s terms of use. 
One of the most common types of calls from schools 
to the POSH helpline are about comments parents 
or carers make about the members of school staff 
online. While what you are reading may hurt your 
feelings and feel personally abusive, comments may 
not be objectively abusive or threatening.


The UK Safer Internet Centre provides up to date 
checklists for reporting incidents and using  
account management tools on a range of social 
networking services.


NSPCC’s NetAware site provides a wide range 
of up to date guides to popular sites and apps, 
including messaging services, chatrooms, and social 
networking services.


The Professionals Online Safety Helpline 
can provide guidance on reporting incidents and 
requesting material be removed. The Helpline can 
escalate content to service providers when valid  
user reports have failed to have content removed.  
Phone: 0844 318 4772.  
helpline@saferinternet.org.uk.


Mobile phones
Malicious, abusive or threatening calls or texts are illegal. Calls 
should be reported to the mobile phone company – all UK 
operators have a nuisance or malicious call team, who will be 
able to assist and advise you. You do not need to know the 
person responsible for making the call.


Instant Messaging (IM) and Voice 
over Internet Protocol  
(VoIP) Services 


Service providers can investigate and shut down any 
accounts that have been misused and clearly break the law 
or their terms of service. The best evidence for the service 
provider is archived or recorded conversations, and most 
IM providers allow the user to record all messages. Some 
services, for example Snapchat, only display pictures and 
messages on your phone for a short time. Users can take 
copies of offensive posts by taking a screen shot or by using 
apps that have been developed to take screenshots on behalf 
of the user. 


It is illegal to make copies of sexual images of children under 
the age of 18 or possess these. Copies of indecent images 
of children must not be printed, saved or forwarded. In 
this instance, the service provider can be contacted with a 
description of the image, time sent and account it was  
sent from.


Chatrooms and message boards
Most chatrooms should offer the user the option of 
blocking or ignoring particular users. Some services may 
be moderated, and the moderators will warn users posting 
abusive comments or take down content that breaks their 
terms of use. Responsible sites will provide information about 
the terms and conditions for using the site, and information 
about how abusive and illegal content can be reported. Users 
that abuse the service can have their account deleted.


Social networking sites 
It is normally possible to block/ignore particular users on 
social networking sites, which should mean the user can stop 
receiving unwanted comments. Users can do this from within 
the site. If a user’s account content is public, the person 
blocked may not be able to access that content when logged 
in to the service. However, they will still be able to view public 
content anonymously.


Some social network providers also enable users to pre-
moderate any comments left on their profile, or review 
pictures their name is tagged with before they are visible 
by others. This can help a user prevent unwanted or hurtful 
comments or images appearing on their profile, or being 
returned in searches for their name. Some services allow you 
to disable or restrict comments, messages and who can view 
your content. Account holders can also usually set their profile 
to private, so they can select who is able to access and see 
their profile and activity.


It is good practice for social network providers to make 
reporting incidents of cyberbullying easy, and have clear, 
accessible and prominent reporting features. Some reporting 
features will be within the profiles themselves. 



http://www.saferinternet.org.uk/about/helpline

http://www.saferinternet.org.uk/about/helpline

http://www.saferinternet.org.uk/advice-and-resources/parents-and-carers/safety-tools-on-online-services/social-networks

http://www.saferinternet.org.uk/advice-and-resources/parents-and-carers/safety-tools-on-online-services/social-networks

http://www.net-aware.org.uk

http://www.saferinternet.org.uk/about/helpline

mailto:helpline@saferinternet.org.uk
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Social networking services will review any reports of 
cyberbullying or online harassment. They may issue conduct 
warnings and they can delete the accounts of those that 
have broken their rules. Service providers only have to 
remove content if it is illegal, or if it breaks the terms of 
service of the site. Social network service providers should 
make clear to the users what the terms and conditions are 
for using the service, outline what counts as inappropriate 
and unacceptable behaviour, and provide prominent safety 
information so that users know how to use the service safely 
and responsibly.


Computer & mobile games
Players can block people from their contacts lists. However, 
in many games, players will not necessarily be known to 
each other. Reporting abusive incidents or players will vary 
depending on the type of game platform. In some games, 
you may be able to report abusive behaviour in game, either 
by submitting a complaint through the main menu, or from 
options provided when you click on another player’s avatar, or 
by contacting the administrator.


3.4 Investigation
Recording Incidents
Recording incidents helps evidence that reported incidents 
have been successfully addressed, and allows the school 
leadership team and governing body to track and monitor 
progress, and prioritise specific incidents or approaches. For 
example – they may wish to record any instances of bullying 
that are linked to discrimination – for example, sexist, racist 
or homophobic bullying and cyberbullying, so that they can 
inform whole school’s strategies for dealing with these  
issues. Schools are not required to record incidents, but  
doing so supports a robust approach to monitoring and 
evaluating incidents.


Preserve the evidence 
Schools should advise pupils and staff to try to keep a record 
of abusive incidents, particularly: the date and time, the 
content of the message(s), and where possible a sender’s 
ID (e.g. username, email, mobile phone number) or the web 
address of the profile/content. Taking an accurate copy, 
preferably a screenshot (an image which captures what you 
can see on the screen) – where this is legal, or record of the 
web-page URL will help the service provider to locate the 
relevant content.


Keeping evidence will help in any investigation into the 
cyberbullying by the service provider, but it can also be useful 
in showing what has happened to those who may need to 
know, including parents, carers, teachers, and pastoral  
care staff.


Digital evidence can be captured in 
a range of ways: 
•	 Save evidence by taking a copy of what appears on the 


screen (a screenshot). The way you do this will depend on 
the type of device you are using.


‒‒ On a Windows PC, hold down the Control (ctrl) key (or 
Function (fn) on most laptops) and press Print Screen (print 
scrn/PrtScr or Prt Sc) key. 


‒‒ On a Mac, hold down the Command (cmd), and press 3. 
‒‒ Taking screenshots on a mobile phone will vary  


from device to device. Typically, you will need to  
press the power button at the same time as another 
button. Screenshots will be saved to your image or  
pictures folder.


•	 Mobile phone messages, whether voice, image or text, 
should be saved. Messages that have been forwarded, for 
example to a staff member’s school phone, won’t include 
all of the information from the message, like the original 
sender’s phone number.


•	 Some services will delete content or messages from 
the account of both the person who has received the 
message, and the person who has sent the message, 
if either person deletes it (for example, direct messages 
(DMs) on Twitter). Some services automatically delete 
messages after a period of time, or once they have been 
viewed (for example, Snapchat)


‒‒ You can take a screenshot to capture evidence you think 
might be deleted this way.


‒‒ On a phone, Flight Mode will take the device offline. 
Evidence cannot be deleted remotely while it remains 
disconnected. 


•	 Some Instant Messaging services allow the user to record 
all conversations. 


‒‒ Capture messages by switching any record/archive  
feature on.


‒‒ Conversations can also be printed, or sections can be 
saved as a screenshot. 


‒‒ Copied and pasted conversations are less useful as 
evidence, as these could be edited.


•	 On social networking sites, video-hosting sites, or other 
websites, keep the site link, print page or produce a 
screenshot of the page and save it.


•	 In chatrooms, print the page or take a screenshot of  
the page.


•	 Emails can be printed or forwarded to the person 
investigating the incident. Save or forward all subsequent 
emails. Preserving the whole message, and not just the 
text, is more useful as this will contain information about 
where the message has come from.
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Identifying the person carrying out 
cyberbullying
Although the technology seemingly allows anonymity, there 
are ways to find out where messages or data were posted 
from. However, technical investigations may not necessarily 
identify an individual. If another person’s phone or school 
network account has been used, locating where the 
information was sent from will not by itself determine who the 
sender was. There have been cases of people using another 
individual’s phone or hacking into their IM or school email 
account to send nasty messages.


In cases where the identity of the person carrying out 
cyberbullying is unknown, there are some key questions  
to ask:


•	 Was the bullying carried out on the school system? If yes, 
are there logs in school to see who it was? Or are there 
records of which student was using a particular device 
at the time the incident occurred? The school network 
manager or technical support will be able to tell you what 
is possible.


•	 Are there identifiable witnesses or friendship groups who 
can provide information? There may be others who have 
visited the offending site and left comments, or who have 
received copies of images.


•	 If the bullying was not carried out on the school system, 
was it carried out on a mobile, or a particular internet 
service or game? The service provider, when contacted, 
may be able to take some steps to stop the abuse by 
blocking the aggressor or removing content it considers 
defamatory or breaks their terms of service. However, the 
police will need to be involved to enable them to look into 
the data of another user (see below).


•	 If the bullying was via mobile phone, has the person 
responsible withheld their number? If so, it is important to 
record the date and time of the message and contact the 
mobile operator. Steps can be taken to trace the call, but 
the mobile operator can only disclose this information to 
the police, so police would need to be involved. 


•	 Has a potential criminal offence been committed? If so, 
the police may have a duty to investigate. Police can issue 
a RIPA (Regulation of Investigatory Powers Act 2000) 
request to a service provider, enabling them to disclose the 
data about a message or the person sending a message. 
This may help to identify the person responsible. Relevant 
criminal offences here include harassment and stalking, 
threats of harm or violence to a person or property, any 
evidence of sexual exploitation (for example grooming or 
inappropriate sexual contact or behaviour).


“Pupils are told that they can report bullying 
incidents electronically on the school learning 
platform. A child sent us a message about 
an upsetting photo that had been put online 
without his permission, and comments that 
were being made on in. The same children 
had been name calling him in school. After 
talking to the child, the teacher spoke to 
the other pupils involved individually. They 
admitted uploading the photo and adding 
the hurtful comments. The child who had 
posted the photo agreed to delete it and they 
all wrote an apology letter. The parents of the 
pupils were informed,  and it was suggested 
they talk to their children about appropriate 
behaviour online. They were also invited to 
attend our next e-safety workshop for parents 
if they wanted to find out more.”  
Assistant Headteacher, primary school 


Seizing and confiscating items
Staff members can confiscate, retain or dispose of a pupil’s 
property as a disciplinary penalty, where this is reasonable. 
This can include mobile phones when they are being used 
to cause a disturbance in class or otherwise contravene 
the school behaviour / anti-bullying policy. The law protects 
members of staff from liability in any proceedings brought 
against them for any loss of, or damage to, any item they 
have confiscated, provided they acted lawfully.


Where a device contains material that needs to be passed to 
the police, school staff can confiscate and secure the device, 
for example by placing it in a locked draw.


Where a member of staff finds an item which is banned under 
the school rules, i.e. evidence which relates to cyberbullying 
but does not constitute a criminal offence – they should 
take into account all relevant circumstances and use their 
professional judgement to decide whether to return it to its 
owner, retain it or dispose of it. Legal content can be deleted, 
but staff should be aware of how to capture and retain 
evidence of cyberbullying incidents and of when this  
would be useful.


It is recommended that where possible school staff do 
not delete content. Young people can be asked to delete 
offensive or upsetting content, and confirm they have  
done so.


Where text or images that contravene the school’s behavioural 
policy or the law are visible on a device, staff should act on 
this. All school staff can request a pupil reveal a message 
or show them other content on their phone for the purpose 
of establishing if bullying has occurred. All school staff in 
England can search learner-owned devices with the consent 
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of the pupil. Only headteachers, and members of staff who 
have been formally authorised by the headteacher, can search 
a pupil or a pupil’s device without consent. They can only do 
so where they have reasonable grounds for suspicion the 
device contains items specified as prohibited. ‘Prohibited 
items’ include pornographic images, or articles that have 
been or could be used to commit an offence or cause harm, 
or that are banned in the schools published rules. 


Searches without consent can only be carried out on the 
school premises, or in another location in England where the 
staff member has lawful control or charge of the pupil (for 
example, a school trip in England). These powers only apply 
in England.


Except in cases where there is reasonable suspicion that 
serious harm will be caused unless the search is carried out 
immediately, the authorised staff member searching the pupil 
without consent must be the same sex as the pupil, and 
another staff member should be present as a witness. The 
power to search without consent enables the requirement  
of the removal of outer clothing (e.g. a coat) and the searching 
of pockets. Only police officers can carry out more  
intimate searches. 


Searching electronic devices
Caution should be exercised in relation to undertaking such 
searches. The situations where this power may be exercised 
should be clearly detailed in the school’s bullying or behaviour 
policy. It is recommended that school staff should not search 
through electronic devices unless this is unavoidable.


Searching, screening and confiscation 
(Department for Education, 2014) provides the 
following statutory guidance in relation to  
electronic devices:


“Where the person conducting the search finds an 
electronic device they may examine any data or files 
on the device if they think there is a good reason to 
do so.


Following an examination, if the person has decided 
to return the device to the owner, or to retain or 
dispose of it, they may erase any data or files, if they 
think there is a good reason to do so.


The member of staff must have regard to the following 
guidance issued by the Secretary of State when 
determining what is a “good reason” for examining or 
erasing the contents of an electronic device:


•	 In determining a ‘good reason’ to examine or erase 
the data or files the staff member must reasonably 
suspect that the data or file on the device in 
question has been, or could be, used to cause 
harm, to disrupt teaching or break the school rules.


•	 If inappropriate material is found on the device it is 
up to the teacher to decide whether they should 
delete that material, retain it as evidence (of a 
criminal offence or a breach of school discipline) or 
whether the material is of such seriousness that it 
requires the involvement of the police.


•	 Teachers should also take account of any additional 
guidance and procedures on the retention and 
disposal of items that have been put in place by  
the school.”


In the UK, privacy is protected under Article 8 of the Human 
Rights Act 1998. Article 8 is a qualified right, which means 
that if a public authority believes it is in the greater interest 
of the community, or to protect other people’s rights, it can 
interfere with the right to a private life. Any breach of Article 8 
should be appropriate to the balance of qualification. 


Investigating allegations  
against staff
Some messages might allege abuse against a teacher 
or other member of staff. There have been cyberbullying 
incidents where pupils, or parents and carers have made 
unfounded and malicious claims against staff members.  
It is critical to take every claim seriously and investigate  
it thoroughly. 



https://www.gov.uk/government/publications/searching-screening-and-confiscation
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Students, staff, parents and carers should also be made 
aware it is an offence to publish the name of a school staff 
member who is subject to an allegation against a current 
pupil, until such a time as they are formally charged with  
an offence. ‘Publishing’ includes posting details of an 
allegation on a social networking site that could lead to the 
identification of the staff member by the public. 


The school is legally required to act in cases where an 
allegation is made that an employee or volunteer has:


•	 behaved in a way that has harmed or may have  
harmed a child. 


•	 possibly committed a criminal offence against or related to 
a child.


•	 behaved towards a child or children in a way that indicates 
s/he is unsuitable to work with children.


Regardless of where the alleged abuse took place, the 
allegation should be reported to the headteacher immediately. 
The headteacher will contact the local authority designated 
officer for child protection concerns. In cases where the 
headteacher is the subject of allegations, the Chair of 
Governors or equivalent will contact the designated officer.


The local authority designated officer will decide whether  
to consult the police or children’s social care services. 
Detailed guidance on dealing with allegations of abuse 
is provided in Keeping children safe in education 
(Department for Education, 2015).


Schools have a duty of care to their employees. Any 
allegations should be reported and investigated as quickly  
as possible, and the staff member should be supported 
during the period of investigation. Staff can also seek 
additional advice and help from a range of organisations, 
including their union, professional association, and from the 
Teacher Support Network. 


3.5 Changing bullying 
behaviour
Once the person/s responsible for cyberbullying have been 
identified, it is important that – as in other cases of bullying – 
appropriate sanctions are applied.


“Cyberbullying issues are dealt with in the 
same way as physical bullying in school. The 
same sanctions are given, and any problems 
at home are followed through in school if they 
are reported to us.” 
e-Learning Advisor, primary school


Individuals or groups carrying out the cyberbullying may say 
they are ‘only joking’ or that it is just ‘banter’ and that their 
behaviour has been misinterpreted. They may believe that the 
problem is not that they are bullying someone else, but that 
the person they are bullying reacts badly to their behaviour 
(e.g. they ‘do not have a sense of humour’). 


The school should work with the pupil or pupils to ensure 
they recognise the consequences of their actions, and are 
supported to change their attitude, behaviour, and the way 
they use technology. You may want to adopt restorative 
approaches to change behaviour.


“I recently supported a primary school 
where some Year 6 children were bullying on 
Instagram. The school had delivered e-safety 
education within PSHE and computing, 
so pupils knew that they should take a 
screenshot of any bullying and tell a trusted 
adult – in this case, their class teacher. I and 
the schools designated safeguarding lead 
(DSL) supported the teacher, and the incident 
handled in line with the school policy - treating 
cyberbullying like any form of bullying. One 
parent was initially reticent, however when 
they saw the screenshots of the content their 
child had sent, they were happy to work with 
the school. The school took a restorative 
justice approach which was felt to be 
successful by the children, staff and  
parents involved.” 
Local Authority e-Safety Officer


The purpose of sanctions and the school’s work with the 
person responsible for bullying is to:


•	 help the person harmed to feel safe again, and be assured 
that the bullying will stop.


•	 ensure the person carrying out the bullying takes 
responsibility for their actions, recognises the harm caused, 
and does not repeat the behaviour.


•	 demonstrate to the school community that cyberbullying  
is unacceptable and that the school will actively address  
all incidents.



https://www.gov.uk/government/publications/keeping-children-safe-in-education--2
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Responding to 
cyberbullying: checklist


Do pupils and staff understand the basics of 
keeping themselves safe online – including  
privacy settings, reporting, and getting material 
taken down? 


Are staff familiar with the school’s processes for 
responding to cyberbullying? 


Are staff and pupils aware of the ways in which 
the school provides support for people who 
are bullied? Are people who have been bullied 
appropriately involved in the decision making 
and resolution process?


Do pupils and staff understand which kinds of 
cyberbullying may be illegal? Do staff know what 
to do if they suspect cyberbullying activity  
is illegal? 


Are clear processes and policies in place in 
relation to searching pupils, confiscating devices 
and deleting materials? 


What are the consequences for bullying, 
including cyberbullying in your school? Is the 
whole school community clear about sanctions? 


Searching, screening and confiscation: 
advice for schools (Department for 
Education, 2014) 


Keeping children safe in education 
(Department for Education 2015) Part Four: 
Allegations for abuse made against 
teachers and other staff.


Sexting


Several organisations provide advice and 
guidance about sexting and youth produced 
sexual imagery. Making, possessing and 
distributing ‘indecent’ images of anyone 
under 18 is illegal, and may have negative 
consequences for the young people involved. 


Sexting is not necessarily related to bullying, 
however, images or video may be used to 
cyberbully or manipulate people. 


•	 UKCCIS: Sexting in schools 
and colleges


Resources


Further resources:


•	 CEOP ThinkUKnow: Selfies: The naked 
truth


•	 UK Safer Internet Centre: sexting 
resources


•	 Childline: Sexting resources


Contacting service 
providers
Mobile phone operators 


•	 EE, (Orange and T-Mobile): Call 150 from 
your EE phone, or 07953 966 250 from  
any phone.


•	 Telefónica/O2: Email malicious@
telefonica.com, or call 202 (from a Pay 
Monthly phone) or 4445 (from a Pay As You 
Go phone).


•	 Tesco Mobile: Call 445 from a Tesco 
Mobile phone, or 0345 3014455 from  
any phone.


•	 Three: Call 333 from a Three phone, or 
08707 330 333 from any phone.


•	 Vodafone: Call customer services on 191 
from a Vodafone phone or on any other 
phone call 08700700191 for Pay Monthly 
customers or on 08700776655 for Pay As 
You Go customers.


VOIP and IM Services


•	 Facebook Messenger: Information on 
reporting abusive messages can be  
found here


•	 Google Hangouts: Reporting abuse in 
public video hangouts in Google+


•	 Kik: Reporting abuse 


•	 Skype: You can report abuse on  
Skype here 


•	 Snapchat provide safety information and  
reporting options


•	 Whatsapp provide safety and security 
information on using the service 



www.gov.uk/government/publications/searching-screening-and-confiscation

www.gov.uk/government/publications/searching-screening-and-confiscation

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/551575/6.2439_KG_NCA_Sexting_in_Schools_WEB__1_.PDF

https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/551575/6.2439_KG_NCA_Sexting_in_Schools_WEB__1_.PDF

https://www.thinkuknow.co.uk/14_plus/need-advice/selfies-and-sexting/

https://www.thinkuknow.co.uk/14_plus/need-advice/selfies-and-sexting/

http://www.saferinternet.org.uk/blog/responding-and-managing-sexting-incidents-updated-advice-schools

http://www.saferinternet.org.uk/blog/responding-and-managing-sexting-incidents-updated-advice-schools

https://www.nspcc.org.uk/preventing-abuse/keeping-children-safe/sexting/

http://ee.co.uk/

mailto:malicious%40telefonica.com?subject=

mailto:malicious%40telefonica.com?subject=

http://www.tescomobile.com/

http://www.three.co.uk/

https://www.vodafone.co.uk/

https://en-gb.facebook.com/help/199655413426788/list

https://support.google.com/plus#topic=6320376

https://kikinteractive.zendesk.com/hc/en-us/articles/217680878-I-m-being-harassed-on-Kik-What-can-I-do-

https://support.skype.com/en/faq/FA10001/how-do-i-report-abuse-by-someone-in-skype

https://support.snapchat.com/en-GB/article/safety-tips-resources

https://support.snapchat.com/en-GB/article/safety-tips-resources

https://www.whatsapp.com/faq/en/general/21197244
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Email providers


•	 Gmail: Information on blocking unwanted 
emails, and reporting a Gmail user who is 
sending harassing emails


•	 Yahoo! Mail: Advice on receiving 
threatening emails 


•	 Outlook Mail (including hotmail.com, msn.
com and live.com)


Social network service providers


•	 Facebook: Facebook provide a range of 
information at their online Family Safety 
Centre, including a bullying prevention hub


•	 Google: Google provides a range of 
information about keeping yourself, your 
accounts and others safe at their Online 
Safety Centre, including information about 
reporting and safety tools


•	 Instagram: You can reporting abusive 
posts on the web or from the app. 
Instagram hosts an online Help Centre 
which provides privacy and safety advice


•	 Twitter: You can report abusive incidents or 
harassment here. The Twitter Safety Centre 
provides information for 
young people, families and educators


•	 YouTube: In order to report content to 
the site provider as inappropriate. You will 
need to log in to your account, or create 
an account if you don’t already have one 
(this is free), and then you will have the 
option to ‘flag content as inappropriate’. 
The option to flag the content is under 
the video content itself, and you can also 
flag individual comments under a video. 
YouTube provides information  
on its policies and reporting tools at its 
Policy and Safety Hub.


Games 


•	 PlayStation: Reporting abusive players will 
depend on  
the console you are using 


•	 Steam: Reporting abusive behaviour in the  
Steam Community


•	 Xbox Live



https://support.google.com/plus#topic=6320376

https://support.office.com/en-gb/article/Deal-with-abuse-phishing-or-spam-in-Outlook-com-0d882ea5-eedc-4bed-aebc-079ffa1105a3

https://support.office.com/en-ie/article/Deal-with-abuse-phishing-or-spam-in-Outlook-com-0d882ea5-eedc-4bed-aebc-079ffa1105a3

https://en-gb.facebook.com/safety

https://www.google.co.uk/safetycenter/tools/ 

https://help.instagram.com/519598734752872

https://help.instagram.com

https://help.instagram.com

https://support.twitter.com/forms/abusiveuser

https://about.twitter.com/safety

https://about.twitter.com/safety

https://www.youtube.com/yt/policyandsafety/

http://faq.en.playstation.com/app/answers/detail/a_id/4567/~/how-to-file-a-complaint-against-another-psn%E2%84%A0-user

https://support.steampowered.com/kb_article.php?ref=1476-HJCM-5616

http://www.xbox.com/en-US/live/abuse/
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4. Cyberbullying: 
Supporting School 
Staff 


The use of technology can provide incredible opportunities 
for school staff, as well as young people. It is crucial that 
everyone knows how to use technology responsibly. School 
staff should:


•	 be aware of what cyberbullying is.


•	 be clear about how they report incidents. 


•	 know what support is in place to help them deal with 
incidents quickly and effectively.


•	 be provided with opportunities to develop their  
digital literacy.


Cyberbullying can seriously impact on the health, wellbeing, 
and self-confidence of those targeted. It may have a 
significant impact not only on the person being bullied, but 
also on their home and work life too. Career progression may 
be affected, and there have been cases where the person 
bullied has chosen to leave the education sector altogether. 
Dealing with incidents quickly and effectively is key to 
minimising harm in potentially highly stressful situations. 


All employers, including employers of school staff, have 
statutory and common law duties to look after the physical 
and mental health of their employees. Protecting staff from 
cyberbullying is best done within a prevention framework, 
with whole school policies and practices designed to combat 
cyberbullying. Each school should have a designated 
cyberbullying lead – a member of the senior management 
team who will oversee and manage the investigation and 
resolution of all incidents.


Staff members who are subject to cyberbullying or online 
abuse should:


•	 never personally retaliate. 


•	 keep evidence of the incident.


•	 report any incident which relates to their role as a  
school employee to the appropriate member of staff  
as soon as possible.


What is cyberbullying? 
Cyberbullying is the use of technologies by an individual 
or by a group of people to deliberately and repeatedly 
upset someone else. 


•	 Cyberbullying can consist of threats, harassment, 
embarrassment, humiliation, defamation or impersonation.


•	 Cyberbullying may take the form of general insults,  
or prejudice-based bullying including hate crimes, for 
example homophobia, racism, sexism or other forms  
of discrimination.


•	 There have been cases of school employees being 
cyberbullied by current or ex-pupils, parents and carers, 
and by colleagues, as well as by people who attempt to 
remain anonymous. 


•	 There are reported cases of cyberbullying involving a 
wide range of technologies and services, including social 
networking sites, apps, email, instant messaging (IM), 
learning environments, games and by mobile phone.


How common is cyberbullying 
against school employees?  
School workforce unions, professional associations and 
industry providers have noted an increase in cyberbullying 
reports and related inquiries, and are committed to working  
to reduce incidence and support schools to deal with 
incidents effectively. 


Cyberbullying incidents can be extremely upsetting –  
even devastating – for the victim, whatever age they are.


All forms of bullying, including cyberbullying, should be  
taken seriously. Bullying is never acceptable, and should 
never be tolerated. 
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Cyberbullying and the law
While there is not a specific criminal offence called 
cyberbullying, activities related to cyberbullying may be 
criminal offences under a range of different laws. 


•	 Cyberbullying in the form of discrimination or harassment of 
a member of staff may mean that the school has breached 
its duties under discrimination legislation. 


Schools are liable for the actions of staff members who 
discriminate against or harass other staff members in the 
course of their employment. Schools should ensure such 
acts are understood by their community as unacceptable. 
Where schools become aware that an employee has been 
subjected to harassment, they will need to take steps to 
prevent it from recurring. 


•	 It is the duty of every employer under health and safety 
legislation to ensure, so far as reasonably practicable, the 
health, safety and welfare at work of all employees. 


Staff resignation as a consequence of cyberbullying,  
in cases where the school has failed to take adequate  
steps to address the situation, may prompt claims of 
constructive dismissal. 


•	 Schools are required to provide staff with training and 
information relating to abuse, including cyberbullying; have 
procedures in place for addressing cyberbullying incidents; 
and include acceptable use in relation to online and mobile 
communications in their staff behavioural policy.


Incidents that are related to employment, even those 
taking place outside of the hours or place of work, may 
fall under the responsibility of the employer. 


Additional Support
Staff should be aware of alternative routes they can access 
for additional support. These include: 


•	 their Union or professional association 


•	 The Professionals Online Safety Helpline:  
0844 381 4772  
www.saferinternet.org.uk/about/helpline


•	 occupational health services


•	 Education Support Partnership:  
Helpline: 08000 562 561 (UK-wide)


•	 other helplines such as the Samaritans 


Images and Video
Employees and learners use a wide range of devices, 
including tablets and mobile phones, to take photographs 
and videos. Photo and video-sharing websites and apps 
are extremely popular, and are used by schools to capture 
learner progress, showcase events and share presentations. 
Employees and pupils should be informed about their  


rights and responsibilities regarding taking pictures and 
making films. 


•	 Photos and video taken for personal use are exempt from 
the Data Protection Act (1998), for example, a parent 
taking photographs of a school event. 


•	 The Data Protection Act ensures that personal  
information – which includes images of staff and students 
where they are identifiable – is processed fairly. To do this, 
schools should obtain consent from each student’s parent 
and carer, and from all students who are 12 years old or 
over. Consent should be obtained in advance, with an 
explanation of why images are being taken and what they 
are going to be used for – especially if they are going to be 
published online. 


•	 The acceptable use of equipment for creating images  
and film (which may most typically be mobile phones) 
should be covered by the appropriate behaviour policy  
and agreements. 


•	 The school can request that students and staff should not 
take, share or publish photographs of other members of 
the school community without the subject’s permission. 
Schools should clearly communicate expectations, 
acceptable conduct and potential sanctions regarding 
inappropriate image-taking and use by staff, pupils  
and parents.


•	 School-owned devices should be provided for staff 
members who need to take images of pupils for  
school purposes.


•	 Both pupils and employees should take care not to 
attach significant personal information to publicly posted 
information, for example full names. 


Personal Mobile Devices
School employees should secure their phones when not in 
use, by setting up a timed lock following a short period of 
inactivity, and using a pin code or password. If a phone goes 
missing or is suspected as being stolen, it should be reported 
to the police and mobile operator as soon as possible, using 
the phone’s unique International Mobile Equipment Identity, 
or IMEI number. This can be found printed on the phone 
underneath the battery, or by typing *#06# on a handset.


If it is necessary for an employee to lend a pupil a mobile 
phone, staff should use a school owned device. If being able 
to contact pupils by their mobile becomes necessary – for 
example on a school trip – school employees should only use 
school-owned mobiles to store numbers and contact pupils. 
Numbers can be deleted following the event, and learners will 
not have access to an employee’s personal number. Security 
features, such as a time-activated PIN or passcode, should 
be used to ensure that if a school-owned phone is lost or 
stolen, content will be inaccessible.



https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

http://www.saferinternet.org.uk/about/helpline

http://www.saferinternet.org.uk/about/helpline

https://www.educationsupportpartnership.org.uk

http://www.samaritans.org

http://www.legislation.gov.uk/ukpga/1998/29/contents
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“I rang a parent with my mobile over a normal 
school matter. My mobile number was passed 
around and got into the hands of some 
teenagers who sent abusive messages.”
A staff member


Employees should be given clear guidance regarding the use 
of their personal mobile phone by their employer, regarding 
having access to pupils’ numbers, storing pupils’ numbers, 
and giving pupils access to their personal numbers. 


Protecting personal information
Many school employees use web-based and social 
networking services for both personal and work related 
purposes. Some people will choose to restrict their 
connections to people that they know well. Many staff  
use online services and sites to connect to new people –  
for example, in order to share work and develop  
professional networks. 


•	 While school employees are private individuals, they have 
professional reputations and careers to maintain.


The Teachers’ Standards outline the legal minimum 
requirements for teachers practice and conduct. Teachers, 
including headteachers, should safeguard children’s 
wellbeing and maintain public trust in the teaching 
profession as part of their professional duties. 


•	 School staff should be supported in their use of 
technologies including social media.


Schools are required to ensure staff receive regular training 
and information relating to online safety and cyberbullying. 
In addition, school staff behavioural policies must include 
the acceptable use of technologies and the use of social 
media, including communications between staff  
and students.


For further information about these requirements, see the 
Department for Education statutory guidance, Keeping 
children safe in education.


•	 Staff should take steps to ensure they protect their 
personal data. 


Staff should be aware that many employers carry out 
web and social network service searches to find online 
information about staff – background, interests, career 
experiences and self-presentation. All staff, including new 
staff in training and induction, need to be advised to  
ensure that publically available information about them  
is appropriate.


•	 Communications online are rarely private. Others may pass 
on or re-post material shared digitally.


When posting information, personal contact details, video 
or images, ask yourself if you would feel comfortable about 
a current or prospective employer, colleague, pupil or 
parent, viewing your content. 


Make sure you understand who is allowed to view personal 
content on the sites that you use – and how to restrict 
access to your account where necessary. If you are not 
clear about how to restrict access to your content to 
certain groups of people, regard all of your content as 
publicly available and act accordingly. 


•	 Do not ‘friend’ current or past pupils or add  
them to your contact lists on personal social  
networking accounts.


•	 Information sent using official school accounts or 
equipment will usually be accessible to the school for 
monitoring purposes (this will be outlined in the schools 
Acceptable Use Policy), and information may also be 
requested under the Data Protection Act. 


•	 You can also check to see that other people aren’t 
misrepresenting you or treating you unfairly online. If  
you find things you object to, you can ask the poster  
to take these down in the first instance. 


Where cases are work-related, these should be reported to 
your line manager or to the appropriate person as soon as 
possible. More serious incidents, including cyberbullying, 
will require a formal response from your employer, and will 
be dealt with within the schools’ disciplinary frameworks, or 
in more serious cases, legal frameworks.


You can check to see if others are creating or posting 
objectionable material about you online: 


•	 You can use search engines to check what images and 
text are associated with your name, or with a combination 
of your school and name. This will help establish what 
information other people can easily find about you. 


•	 You can search within social networking services. 


•	 Staff may only become aware of other people posting 
objectionable material when a colleague or student  
alerts them. Encouraging everyone to report any 
inappropriate material they find is an important way  
to address cyberbullying.


“Unfortunately we have had incidents of inappropriate 
comments made about school staff members on social 
networking services. A Facebook and Twitter account 
was set up deliberately to attack the school and its staff. 
After consulting the Professional’s Online Safety Helpline, 
we were successful in our dealings with Twitter to get 
the site taken down and with Facebook to remove the 
school’s branding. We were quick to move when alerted 
to this content, giving strict instructions to staff not to 
engage with these individuals online which I am sure 
stopped the problem escalating.”
e-Safety Co-ordinator, secondary school



https://www.gov.uk/government/publications/keeping-children-safe-in-education--2

For further information about these requirements, see the Department for Education statutory guidance, Keeping children safe in education.
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What young people have told us


What did young people tell us about effective 
approaches in preventing and responding  
to cyberbullying? 


This guidance has been developed in consultation with 
young people. Childnet International talked to five groups of 
secondary-aged young people between the ages of 12-17, 
about cyberbullying, what effective strategies schools are 
implementing and what can be improved to help support 
young people more effectively. 


What are young people’s definitions and experiences  
of cyberbullying?


The young people were able to define cyberbullying in the 
following ways:


•	 posting comments, messages, photos or screenshots 
that are mean, threatening, untrue, personal, secret or 
embarrassing. Young people also mentioned cyberbullying 
could be targeted on the grounds of gender, gender 
identity, sexual orientation and race.


•	 anonymous messages or abuse (on social networks or 
online gaming).


•	 filming you or taking photos of you without your consent.


•	 ‘indirect’ messages when you don’t directly name 
someone but everyone knows who you are talking about.


•	 fake accounts or profiles.


•	 excluding people from online conversations or talk behind 
your back. 


•	 Young people highlighted a range of reasons why people 
might cyberbully others, including: boredom, acting 
tough, jealousy, hiding behind a screen, grudges or 
disagreements, wanting attention, peer pressure or those 
who had been bullied themselves might want others to 
experience what they have been through.


Young people also identified a number of experiences in 
relation to cyberbullying:


•	 cyberbullying often happens alongside offline bullying.


•	 a range of popular services were named where 
cyberbullying takes place, including social networks and 
online gaming platforms.


•	 cyberbullying doesn’t always have to be extreme, but it 
can be the regularity or the number of people involved that 
makes it particularly upsetting.


•	 while many young people were aware of cyberbullying 
incidents in their school, they also recognised that they 
might not always know about it.


•	 there can be a tendency to typecast people as either a 
“bully” or a “victim” but it is often not as clear cut as this.


What awareness do young people have on school rules 
around cyberbullying?


•	 Some young people were very aware of rules around 
cyberbullying and what the consequences would be, while 
others knew you would get in trouble for cyberbullying but 
said they hadn’t been explicitly told about it. Some young 
people didn’t think there were any rules at all. 


•	 Most young people found out about the rules around 
cyberbullying because they saw what happened with an 
incident in school; for example, a pupil being excluded. 
However, young people also commented on issues that 
went unpunished or were not reported to school in the  
first place. 


•	 Some young people felt that schools often did not have 
rules about bullying on the grounds of sexual orientation, 
gender or gender identity. Young people felt they were told 
that cyberbullying was wrong, but not told about different 
types of prejudice-based bullying. 


Where would young people turn if they were  
being cyberbullied? 


•	 Friends or siblings.


•	 Parents or other family members.


•	 A few young people would turn to a teacher or 
counsellor, and often named a particular teacher who had 
responsibility for offering pastoral support to pupils.


•	 Some young people wouldn’t tell anyone if they had  
been cyberbullied.


5. What young 
people have told us
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What reasons did young people give for why they might 
not tell someone they were being cyberbullied?


•	 Fear of the bully or worried the bullying might escalate


•	 Embarrassment


•	 Not wanting others to see them as a ‘snitch’


•	 Telling someone would be perceived as a sign  
of weakness


•	 Feeling that people would not care


•	 Being threatened or blackmailed into not speaking out


•	 Belief that they were somehow responsible for  
being bullied


•	 Did not think adults would believe them, or understand 
what cyberbullying was


•	 Would only tell if the bullying got really bad


•	 Worry that parents might confiscate devices or stop them 
from going online


What reasons did young people give for why they  
might not tell a school staff member they are  
being cyberbullied?


•	 Uncertainty about who to turn to in school or teachers 
being too busy


•	 Fear of everyone at school finding out if they told a teacher


•	 Feeling the schools don’t have a detailed enough 
understanding of social networks and other online services


•	 For LGB&T people, perception that school staff lack 
familiarity with issues relating to gender identity and  
sexual orientation


•	 Teachers might not feel they have a role to play as it’s 
something that happens in a young person’s private life.


•	 Feeling that schools don’t take an interest in cyberbullying 
or take it seriously


•	 If they were being cyberbullied by someone from another 
school or being cyberbullied anonymously – feeling that the 
school would not be able to help


What would make it easier for young people to turn to 
someone at school?


•	 Having an approachable member of staff that pupils feel 
comfortable around and knowing what times they would 
be available


•	 More confidential and private routes for reporting concerns


•	 Assurance that if they reported concerns it would not result 
in everyone in the school finding out


•	 Being able to speak to someone their own age like  
peer mentors


•	 Inclusion of cyberbullying when the school talks  
about bullying


•	 Cyberbullying should not be addressed as an isolated 
issue, but be integrated across behavioural, pastoral and 
citizenship activities


What young people would do to help someone who  
was being cyberbullied


•	 Positive approaches include: 


‒‒ being aware of risks and managing these ahead of time  
(i.e. only friending trusted people on identifiable accounts, 
protecting personal information and using privacy settings).


‒‒ telling a trusted adult.
‒‒ supporting the person who is being cyberbullied (i.e. 


making sure that they didn’t feel alone, trying to cheer them 
up, helping them to report, giving practical advice – e.g. 
showing them how to use blocking and privacy settings).


•	 Approaches to be cautious of include: 


‒‒ relying solely on support from friends or siblings.
‒‒ standing up for the person being bullied – with the risk of 


getting drawn into the incident.
‒‒ reacting to the incident by removing themselves from the 


situation or changing their behaviour (i.e. closing accounts, 
changing user names or using a different app).


•	 Risky approaches include:


‒‒ getting angry and cyberbullying the person back, or 
physically attacking the person doing the cyberbullying.


‒‒ doing nothing and advising others to ignore it.
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Actions and Activities 


In this pack you will find five actions and five activities. They can be done in any order 
and can be changed to suit whatever works for your group:


Actions


These are actions that the group can do to help raise awareness about online bullying 
and help improve how it is dealt with. Teachers and youth workers should also support 
you to do these actions, listen to any ideas for change and to think about how changes 
can be made.


ll Meeting and making a plan 
ll An app guide for parents 
ll Share your knowledge
ll Top Tips for parents 
ll Menu for change 


 
Activities 


Use these to run group sessions or lessons. Teachers or youth workers should help 
to set up these sessions but involve you in leading or co-leading. These sessions are 
designed to get people talking about online bullying as well as thinking about solutions 
and how they might improve things in their school or community.  


ll Drama workshop
ll Stop/Start activity
ll Sam’s Shoes 
ll Dominoes 
ll Bullying vs banter lesson plan
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Children’s Rights 


Children’s rights are the things that children and young people need to grow up happy, 
healthy and safe. Everybody under the age of 18 has children’s rights, no matter who 
they are, where they live or what they believe in. These rights are set out in a document 
called the United Nations Convention on the Rights of the Child (UNCRC), you can find 
out about all of the 42 rights you have here. 


Rights cannot be taken away from you as they are essential for your survival and 
development. However, children and young people sometimes cannot access their 
rights due to something in their lives stopping them. When a child or young person is 
bullied, they are denied access to some of their rights, such as:


ll Article 2 – You should not be treated differently because of who you are, where 
you’re from or what you think


ll Article 6 – You have the right to survive and develop
ll Article 8 – You have the right to an identity
ll Article 12 – You have the right to say what you think about anything affecting you
ll Article 15 – You have the right to meet other children and young people and join 
groups


ll Article 19 – You have the right to protection from any physical or mental abuse 
ll Article 28 – You have the right to education
ll Article 29 – You should be helped to develop your skills and talents 


 
It’s important that all children and young people in Wales have access to all of their 
rights.


The Children’s Commissioner for Wales’ job is to make sure that this happens and 
support any child or young person who needs help to do to access their rights.


At the back of this pack, you will find information on how we can help and other places 
that you can go to for support. 



https://www.childcomwales.org.uk/uncrc-childrens-rights/uncrc/
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Actions
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Action 1: Meet and Make a Plan 


Young people told us working with peers is one of the best ways to help tackle online 
bullying and that they want a safe space to talk about coping strategies. 


We want you to create an action group to raise awareness of online bullying/
cyberbullying. 


Action


1.	 All young people should have a chance to take part in your group.  This is regardless 
of their identity, ethnicity, what they believe, sexuality, gender or if they have a 
disability. This also makes sure the group represents the diversity in your school or 
community and will help it to be stronger and have more impact. 


2.	 Once you’ve created your group, look through this pack at all the activities and 
actions. You can also look at the accessible action pack if you prefer.


3.	 Decide which one you want to complete first and organise when you will meet to 
start it.


4.	 You might like to use Action 5 (the Menu for Change) as a way for the group to plan 
which tasks can happen soon and what they could do in the future.  
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These are some things to think about when 
making your group:


ll How many people will be in your group?
ll Who will be in your group? 


èèYou could have an election, you could pull names out of a hat or include 
everybody who wants to take part.


ll If you are in a school, will you include people from every year or just one 
specific year?


ll Would you work with anyone else in the school/youth group?
èèe.g. school council, PSE teachers, pupil voice leader, youth worker?


ll How often will you meet?
ll When will you meet?
ll Where will you meet?
ll How long will the meetings be?
ll What will your group be called?
ll How will you let people know about your group?
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Action 2: App guide for parents


We know that parents often don’t understand children’s online lives, and are not 
sure what to do about online bullying if it happens. This action is for young people to 
help create an app guide for parents and carers based on their own knowledge and 
experiences. 


The action group could do this task themselves or involve more young people such as 
a class or large group.


Things you need


ll Pen and paper or a computer to create your guide 


Action


1.	 Divide the group into smaller groups of 3-5 people. 


2.	 Ask each group to pick their favourite app/online game or the one that they use 
most often – make sure there’s a variation of different apps/games across the 
groups. 


3.	 Ask each group to make some sort of resource about their favourite app e.g. a 
poster, pamphlet, PowerPoint presentation, video, website. 


4.	 Ask them to explain it as if someone had never used the internet before, making 
sure they include information on how they stay safe on the app and any specific 
lingo, like ‘Snapchat streak’ for example. 


5.	 When all the groups are finished you can make copies of each resource and send 
them home to parents. Hopefully, this will open up discussion between parents/
carers and children about online safety. 


There are some good examples here of pamphlets made by the South West 
Grid for Learning (SWGfL), which could give you some ideas.



https://swgfl.org.uk/products-services/online-safety/resources/
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Action 3: Share your knowledge 


From our work we have found out that younger children are much more likely to listen 
to older children than they are to adults or teachers when discussing online bullying. 


We have also found out that young people are the experts on everything to do with 
online life. 


Action


We want you to lead an activity/workshop with younger children, all about staying 
safe online. 


This could be younger children in your school or group, or you could visit children in a 
different setting, for example your feeder schools or a group in the community. 


Once you’ve met with the group, could you meet with them again later on in the year? 


You could check in with them about what they’ve learned and whether they have any 
more questions about staying safe online. 


Here are some things to think about: 


ll Who could you do this activity with? 
ll When could you do this activity? 
ll Would you have to go out to the group or is there a day when they could 
come to you e.g. transition day?


ll Could you use one of the activities in our primary school action pack? 
ll What resources will you need to run the activity e.g. pens and paper? 
ll Will you need help from any adults to run the activity?
ll Where will you run the activity e.g. outside, in a classroom, in a hall?
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Activity 4: Top Tips for parents and carers


We’ve learned that young people want more opportunities to talk about online 
bullying with their parents and carers. This action is to create ‘Top Tips’ so that you can 
share your knowledge with them and show them the work you’ve done as a group. 


Things you need


ll Pen and paper or a computer to create your resource 


Action


1.	 Write a letter for all parents or carers in the school or group – alternatively you could 
do something more creative like a comic strip, a video or a poster. 


2.	 Explain what you have been doing as a group and why having an action group is 
important in your school or setting. 


3.	 In partners, pick five ‘top tips’ for how children and young people can stay safe 
online e.g. only accepting friend requests from people they know, making sure your 
profiles are private.


4.	 Ask partners to feed back to the group and then decide all together which are the 
five most important – lots of people might have the same ideas. 


5.	 Share your work and ‘top tips’ with parents and carers. You could do this by sending 
a letter home, posting it on the school Twitter account or holding a presentation 
evening. 
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Action 5: Menu for change 


We know that children and young people often feel that they are not listened to and 
that online bullying is not dealt with or taken seriously. 


This action is so that you can share the work you have done as group with teachers in 
your school or youth workers in your setting. You can also use this ‘Menu for Change’ 
as a way of planning what work your action group will do. 


A menu for change is a list of tasks that are written out like a food menu. Once you’ve 
made it, you will need to give this to a teacher or youth worker and discuss your ideas 
with them. 


Things you need


ll Pen and paper or a computer to create your menu for change


 
Action


1.	 Starters


In this section, make a list of actions that would be quick and easy things to do such as: 


ll Put up posters around the school or youth centre that tell young people what to do if 
they think they are being cyberbullied. 


ll Write the ‘Top Tips’ for parents
ll Your own ideas! 


2.	Mains: 


In this section make a list of actions that will take a bit longer, may need to take place 
in the future or will involve more people and more help to get done such as:


ll Organise to go into local primary schools to talk with Year 5 and Year 6 about how 
to deal with cyberbullying and keep themselves safe online.


ll Run the ‘Sam’s Shoes’ session this term with a year 7 class.
ll Your own ideas!







page 11


3.	 Dessert: 


In this section put your wishes for the future and the changes you’d like to see in your 
school and community. Add a target date so you can come back and see if anything’s 
changed.


ll Share your work somewhere in the community e.g. a library, community centre or 
another school. 


ll Do a presentation for parents and carers to show them what you’ve learned. 
ll Your own ideas!
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Activities
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Activity 1: Drama Workshop 


This workshop encourages groups to start thinking about what happens in an incident 
of online bullying and what could be done to help. 


Things you need


ll A space where the students can move around 
ll A performance area for groups to show their freeze frame
ll Whiteboard or paper (add-on activity)*


 
Warm up (optional)


You could play a warm up game first to check how well the group is listening. 


Ask the group to walk around the room. Call out different instructions as they walk e.g. 
go, stop, clap, jump. 


You could then check if they are really listening by asking them to do the opposite e.g. 
stop when you say ‘go’ or jump when you say ‘clap’. 


Activity


Explain to the pupils that you are going to introduce an imaginary character called Sam. 
Give them the following information about Sam:


Sam is your age and is a child in your school or group. Sam is being cyber-bullied or 
is having some bad experiences online. Sam can identify as any gender. 


ll Divide the group into smaller groups of 4-5 to discuss the following questions:  


èè 	What is happening to Sam?


èè 	Who is bullying Sam?


èè 	Why is this happening?
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ll Ask each small group to show this by creating a freeze-frame. It could show the 
cyber-bullying itself, or a scene before or after. Set ground rules before they set the 
frame, e.g. no physical contact. 


ll Ask one group to show their frame to the rest of the group. Ask everybody else to 
discuss what could be happening. Then, ask each character to come out of role and 
explain what was happening. 


ll Ask the room what advice they would give to Sam in this situation. Make sure 
everybody is listening. 


ll Repeat this until every group has shown their frame and everybody has discussed 
solutions. 


 
At the end of this session make sure everyone knows where to go for help if they need 
it. There is information in the back of this pack that you can share with other young 
people. You may also know of a trusted adult in your school or group who could help. 


Add-on activity:


You could create a list of solutions which you could add to after each group has 
performed. Have this on display at the front of the room. You could also talk through 
these questions:


ll Are these in line with your school/group’s behavior or anti-bullying policy? 
ll Are there new ideas that you can share with teachers/head teachers/school 
council/youth workers?
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Activity 2: Stop/Start


Make a statement about the things that need to STOP happening and the things that 
need to START happening on social media, using this activity. 


It has been adapted from AGENDA, a free resource based on gender equality which 
was created by Professor Emma Renold at Cardiff University alongside the Children’s 
Commissioner for Wales, NSPCC Cymru, Welsh Women’s Aid and Welsh Government.  


Things you need


ll Red and green paper plates or 
ll Red and green mobile phone templates (appendix)
ll Marker pens
ll String
ll Pegs


 
Activity


ll Give everyone in the group the plates or mobile phone templates. They will need up 
to three of each colour.  


ll Ask the group to think of young people’s experiences on social media. It could be 
their own experience or something more general. Ask them to think of something 
negative or something they don’t like about it. 


ll Ask the group to come up with phrases which describe what they don’t like, starting 
with the word ‘STOP’, and to write this on their red plate or mobile phone.


èè 	e.g. STOP having unrealistic expectations of appearances        


ll Then, ask them to come up with a phrase that describes what they would have liked 
to have happened instead, beginning with the word ‘START’. Get them to write this 
on their green plate or mobile phone.


èè 	e.g. START leaving positive comments on people’s photos  


ll Use the pegs to attach the STOP and STARTs to a long piece of string. 
ll Ask volunteers to read their STOP and STARTs aloud. Now think about how to put 
your START plans into action.  



http://agenda.wales/
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Add-on activity:


ll Create a display of your STOP and STARTs somewhere in your school or setting 
where other young people can see them. Could others add their own STOP and 
STARTs? 


ll Make a list of the START actions and meet with a leader in your school or youth group 
to talk about how to use these ideas. 


ll Focus on putting one STOP or START each month into action in your school or group 
and encourage others to do the same. 
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Activity 3: Sam’s Shoes


This activity helps stimulate discussion about the impacts of online bullying by putting 
yourself in someone else’s shoes. 


Things you need


ll Shoe template – for individual work (appendix)
ll Large sheets of paper – for group work
ll Coloured pens or pencils
ll Old shoes and art materials (add-on activity)* 


 
This activity can be done individually using the shoe template or in small groups of 3-5 
people. Groups could draw a full size body or draw around a volunteer on large sheets 
of paper. Set some ground rules about physical contact and make sure clothes aren’t 
drawn on.


Activity


Explain to the pupils that you are going to introduce an imaginary character called 
Sam. Give them the following information about Sam:


Sam is your age and is a child in your school or group. Sam is being cyber-bullied or 
is having some bad experiences online. Sam can identify as any gender.


Ask the group to think about putting themselves ‘in Sam’s shoes’.


ll Ask them to think about or discuss what could be happening to Sam. Write down 
what is happening to Sam, and how this is making Sam feel on the inside of the 
shoe/body shape.


ll Point out that currently the issues and feelings are inside the shoe/body shape –this 
reflects how often cyberbullying is hidden by young people (kept to themselves) and 
not shared.


ll Ask individuals and groups to share some of the things they’ve written down. 
Discuss the impacts of online bullying as a group.


ll Around the outside of the shoe/body shape, write down what can be done to help 
Sam and how Sam might help themselves. 


ll Ask the groups/individuals to feedback, discuss coping strategies and actions 
that young people, parents, teachers and youth workers can use. Refer to 
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school behaviour/anti-bullying policy and how the school records and deals with 
cyberbullying. 


Add-on activity: Create contemporary art inspired by ‘Sam’s 
shoes’


Use an old pair of shoes to further develop the themes from this activity, think about 
the impacts that cyberbullying might have on Sam. You could use the inside of the 
shoes to explore feelings and the outside of the shoe to think about how everybody 
could work together to tackle cyberbullying in school and community groups. A whole 
class/group could create their own individual artwork. Put on art exhibition to show this 
powerful work and share your messages about how to tackle cyberbullying. 


A group of young artists as part of the group ‘Criw Celf’ explored the idea of putting 
themselves in ‘Sam’s shoes’. The group used an old pair of shoes as a starting point for 
their individual responses, adapting and adding new materials and objects to create 
their own contemporary 3D art. Here are some fabulous artwork examples:


This young artist used collaged words and 
labels associated with bullying, they used 
fiery reds and oranges inside the shoe to 
convey Sam’s angry feelings.


This young artist treated two shoes 
differently, one was cared for, looked after 
and treated kindly and therefore the shoe 
blossomed. The other shoe is ripped and 
torn from having been treated badly and 
bullied.
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Activity 4: Dominoes  


This activity helps young people to think about how bullying can escalate and 
what could be done to help. The scenario in the story has been developed from 
workshops with Rhyl High School and young people at the Unity Youth Gender Equality 
Conference.


The images in the story cards have been illustrated by Frank Duffy. 


Things you need


ll Story cards (appendix) 


Activity


Work in groups of three to play a game of dominoes using the story cards. Divide the 
cards between the players and work together to place the cards in order. 


There are some ‘discussion cards’ with green borders in the set, when these cards are 
placed discuss the following questions:


ll What is this person doing? 
ll What could the person/people be feeling?
ll What could they do to help?


 
At the end of the game, the activity leader can hear ideas from the entire class or 
group. 


Add-on activity: 


Here are some ideas for taking it further:


ll Create a list of everybody’s solutions, you could use this to make a poster or tips list 
to display in your school or setting.


ll You could perform or make a video acting out the scenario in the story and show 
what happens after Sam tells someone.


ll You could create your own version of the game using words or images and get 
other young people to play.  
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Activity 5: Bullying vs Banter


This is an activity developed by Meic and SchoolBeat which promotes discussion 
around the differences between ‘bullying’ and ‘banter’. Young people and teachers told 
us that sometimes the line between the two is blurred.  


Meic is a helpline service for children and young people 
up to the age of 25 in Wales. They are open 8am to 
midnight, 7 days a week, and can be contacted in English 
or Welsh. You can contact them by phone, text and 
instant messaging. Meic is confidential, anonymous, free, 
and just for you.


SchoolBeat and your School Police Officer can help you 
understand the harmful effects of bullying and can give 
strategies that can help you to resolve it. Their website 
has loads of information and resources to help you.


Things you need


ll Large pieces of paper
ll Pens
ll Videos (available from Meic YouTube channel)
ll Screen 


 



https://www.youtube.com/channel/UCa_l3cG-I_bdti6N0kxGdUg/videos
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Activity 


You could use the lesson plan and presentation available on Hwb, or follow the lesson 
plan below (adapted from Meic/SchoolBeat) and create your own presentation. 


Introduction In this lesson, we’ll be looking at one short incident 
between three friends on their walk to school.


We’ll see the same incident from each person’s point of 
view to think about how each of them felt and what they 
could have done differently.


While you watch it, try to imagine yourself in their shoes 
and think about how you would feel.


5 mins


Starter 
activity


Ask learners to guess how many children and young 
people have been affected by bullying. Take a few 
answers.


Get three quarters of the room to stand up. Explain that 
this is the amount of children and young people that either 
have been or know someone who have been affected by 
bullying (74% - Meic Cymru) 


5 mins



https://hwb.gov.wales/repository/resource/1be43b40-ebe4-4d18-b7e5-3ac3f059975e/en
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Group work 1. In groups, ask learners to consider the following 
questions and write down their answers on their paper. 
 
Q1) What is ‘banter’? Can you come up with a definition? 
Q2) What is bullying? Can you come up with a definition? 
Q3) What’s the difference between banter and bullying? 


2. Share these definitions:  


Banter


noun: ‘the playful and friendly exchange of teasing 
remarks.’ 


“there was much good-natured banter” 


Synonyms: joke, jest, pun, tease, quip. 
 
Bullying


verb: ‘when someone intentionally hurts, controls, 
threatens or frightens a person repeatedly over time’ 


“the girl was bullied into helping them” 


Synonyms: torment, intimidate, harass, persecute. 


Were any of the groups close? 


It is important to note that bullying is deliberately hurtful 
and is repetitive over a period of time.


15 
mins


Video 1 


‘Aaron’s 
Story’


Available 
on Meic’s 
YouTube 
channel


Watch the ‘Aaron’s Story’ video. Ask the learners these 
questions and ask them to explain their answers and 
express their opinions:


ll Is this bullying? Is it a joke? Why?
ll Do you think it has happened before?
ll How does Aaron feel?
ll Is Chris a bully?
ll Is Beth a bully?


5 mins



https://www.youtube.com/watch?v=vDCa3M4XGDU

https://www.youtube.com/watch?v=vDCa3M4XGDU

https://www.youtube.com/watch?v=vDCa3M4XGDU
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Video 2


‘Beth’s 
Story’


Available 
on Meic’s 
YouTube 
channel


Watch the ‘Beth’s Story’ video. Ask the learners the following 
questions and ask them to explain their answers and 
express their opinions:


ll What did the person see? Is it enough to report/should 
they tell someone? 


ll How about now, is Beth a bully? 
ll What could they have done differently?


5 mins


Video 3


‘Chris’ Story’


Available 
on Meic’s 
YouTube 
channel


Watch the ‘Chris’ Story’ video. Ask the learners the following 
questions and ask them to explain their answers and 
express their opinions:


ll Is Chris being bullied?
ll Is Chris a bully? 
ll What could he have done differently?


5 mins


Plenary Ask learners where someone in this situation could get 
help. Write their answers on a large piece of paper at the 
front of the room. Add the following as suggestions if they 
aren’t mentioned:


ll A parent, carer or sibling
ll A friend you trust
ll A teacher
ll A helpline, such as Meic Cymru
ll Your School Police Officer - bullying can be a crime! 


Remind the learners of the following points:


ll The person who is doing the bullying may need help too, 
so by telling someone you may be helping them to sort 
out their problem as well.


ll It’s not worth getting hurt to keep possessions or money. 
If you feel threatened, give them what they want. 
Property can be replaced but you can’t put a price on 
your safety.


ll Most importantly: Don’t blame yourself - remember 
no-one deserves to be bullied.


15 
mins 



https://www.youtube.com/watch?v=dQzVInceyd0

https://www.youtube.com/watch?v=dQzVInceyd0

https://www.youtube.com/watch?v=dQzVInceyd0

https://www.youtube.com/watch?v=a4uzNqUQ9oI

https://www.youtube.com/watch?v=a4uzNqUQ9oI

https://www.youtube.com/watch?v=a4uzNqUQ9oI
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Help and Support


It’s important to remember that anybody struggling with any issues discussed in this 
pack, or during the activities and actions, know that they can get help.


Remember if you can, tell someone you trust. It could be a friend, parent, carer, 
teacher or youth worker. 


All schools in Wales have anti-bullying and behavior policies which are there to 
make sure that all bullying online and offline is dealt with properly.


If you don’t feel that you have had the right support or that your concerns have not 
been taken seriously then you can contact the Children’s Commissioner for Wales 
for advice. 


Children’s Commissioner for Wales


Our office has a team who offer free advice and support for 
children, young people or the adults who care for them. They 
are available 9am to 5pm, from Monday to Friday.


Freephone: 0808 801 1000


Text: 80 800 (start your message with COM) 


Email: advice@childcomwales.org.uk


Here are some other places you can go for advice and support:


Childline


Childline is a UK charity which is there to help anyone under 19 in the 
UK. Childline is free, confidential and available any time, day or night.


Website (with online chat option): www.childline.org.uk


Freephone: 0800 1111
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Meic


Meic is a helpline service for children and young people up to the 
age of 25. They are open 8am to midnight, 7 days a week, and can 
be contacted in English or Welsh. You can contact them by phone, text and instant 
messaging. Meic is confidential, anonymous, free, and just for you.


Website (with online chat option): https://www.meiccymru.org/


Freephone: 080880 23456


Text: 84001 
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Appendix
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Actions and Activities 


In this pack you will find three actions and three activities. They can be done in any 
order. 


Actions


These are things that the group can do to make change. Teachers or group leaders 
should help you to do these and listen to your ideas.


ll Make a plan
ll App or game guide 
ll Menu for change 


 
Activities 


These are activities you can do with your group or other children. 


Teachers or group leaders should help you but should also let you be in charge of 
some parts of the activity. 


These activities are designed to get children to talk about cyberbullying and think about 
what needs to change. 


ll Sam’s Shoes 
ll Dominoes 
ll Cyberheroes  
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Children’s Rights 


Children’s rights are the things that children need to grow up happy, healthy and safe. 
Everybody under the age of 18 has children’s rights, no matter who they are, where 
they live or what they believe in. 


These rights are set out in a document called the United Nations Convention on the 
Rights of the Child (UNCRC), you can find out about all of the 42 rights you have here. 


Rights can’t be taken away from you as you need them to grow up. However, 
sometimes things in children’s lives stop them from having access to their rights. 


When a child is bullied, they are denied access to some of their rights, such as:


ll Article 2 – You have rights no matter who you are, where you’re from or what you 
think


ll Article 6 – To life and to be healthy
ll Article 8 – To a name and nationality 
ll Article 12 – To say what you think and be listened to
ll Article 15 – To meet other children and join groups
ll Article 19 – Not to be hurt 
ll Article 28 – To learn and go to school 
ll Article 29 – To be the best you can be   


It’s important that all children in Wales have access to all of their rights. The Children’s 
Commissioner for Wales’ job is to make sure that this happens and help any child who 
needs it. 


At the back of this pack, you will find information on how we can help and other places 
that you can go to for support. 



https://www.childcomwales.org.uk/uncrc-childrens-rights/uncrc/
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Actions
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Action 1: Make a Plan 


Children told us that working with other children is one of the best ways to help tackle 
cyberbullying. They also want a safe space to talk about it. 


We want you to create an ‘action group’ to raise awareness of cyberbullying.  


How to do it:
1.	 Any child that wants to take part should have the chance to be in the group, 


no matter what.
2.	 Once you’ve created your group, look at all the actions and activities in this 


pack. You can also use the accessible action pack if you prefer.
3.	 Decide which action or activity you want to do first and when the group will 


start this work.
4.	 You might like to use Action 3 (the Menu for Change) for the group to make 


a plan.


Things to think about:
ll How will you decide who will be in your group? 


èè 	You could have an election, you could pull names out of a hat or include 
everybody who wants to take part!


ll If you are in a school, will you include children from every year or just one 
year?


ll Would you need anybody else to join the group?
èèe.g. school council, teachers, group leader?


ll When will you meet?
ll Where will you meet?
ll What will your group be called?
ll How will you let people know about your group?
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Things you need:
ll A class or group of children
ll Pens and paper or
ll A computer


How to do it: 
An alien from another planet has just landed on Earth. You could even draw 
what you think this alien would look like.


The alien doesn’t know anything about apps and games and has never used 
the internet before - it’s your job to explain it to the alien.


1.	 Split the group into smaller groups of 5 or 6 children. 
2.	 Ask each group to pick their favourite app, website or online game. Make 


sure not all groups are doing the same one. 
3.	 Ask each group to make a poster or pamphlet to tell the alien all about 


their favourite app, website or game. You can either use a computer or 
make one by hand. 


4.	 Make sure it has lots of information as the alien will never have used the 
internet before! You can include things like how you stay safe on the app 
and even about special lingo like ‘selfies’. 


5.	 When you are finished you can photocopy each poster/pamphlet and send 
them home with each child. They can show it to their parents or carers and 
talk about how they stay safe online.   


Action 2: App or game guide 


This action helps you to share what you know about different apps, websites or online 
games. 


The action group could do this task themselves or you could involve children from 
another class
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Action 3: Menu for change  


Can your group create a menu for change? A menu for change is a list of tasks that are 
written out like a food menu. 


Once you’ve made it you will need to give this to a teacher or group leader and discuss 
the ideas that you have with them. This can help your group plan what to do next.


Things you need:
ll Pen and paper or a computer to create your menu for change


How to do it: 
1.	 Starters
In this bit, make a list of things that would be quick and easy to do such as: 


ll Put up posters around your school or setting that tell children what to do if 
they think they are being cyberbullied. 


ll Make a list of things you should do to stay safe online.
ll Your own ideas! 


2.	Mains: 
In this bit, make a list of things that will take a bit longer and will need some 
help from an adult, such as:


ll Go into another class or group and tell other children about cyberbullying 
and where they can get help.


ll Make a ‘worry box’ so children can share their worries with a teacher or 
adult. 


ll Your own ideas!   
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3.	 Dessert: 
In this bit, put your wishes for the future and what you’d like to see change in 
your school and community, such as:


ll Share your work somewhere in the community e.g. a library, community 
centre or another school. 


ll Do a presentation for parents and carers to show them what you’ve 
learned. 


ll Your own ideas!
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Activities
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Activity 1: Sam’s Shoes


This activity helps you to think about how somebody being cyberbullied feels by putting 
yourself ‘in their shoes’. 


Things you need:
ll A class or group of children
ll Shoe template (appendix)
ll Coloured pens or pencils


 
You should ask a teacher or group leader to be in the room in case anybody 
has any questions. 


How to do it: 
Tell the group about an imaginary character called Sam. Tell them:


Sam is your age and is a child in your school or group. Sam is being 
cyberbullied or is having some bad experiences online. 


1.	 Ask the group to put themselves ‘in Sam’s shoes’. This is an expression 
which means to think about how Sam is feeling. 


2.	 Ask them to think about what could be happening to Sam. 
3.	 Tell them to write down what’s happening and how Sam feels on the inside 


of the shoe.
4.	 Then, tell them to think about who can help Sam and write this outside the 


shoe.
5.	 Ask for some volunteers to share what they’ve written with the rest of the 


group so everybody knows where to get help. 


Tell the group that this activity shows that sometimes children hide what’s 
happening on the inside, but that there are lots of people on the outside who 
can help.  
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This young artist glued words and labels 
to do with bullying to the shoes. 


They used fiery reds and oranges inside 
the shoe to show Sam’s angry feelings.


This young artist treated two shoes 
differently.


One was cared for and treated kindly and 
so the shoe blossomed. 


The other shoe is ripped and torn from 
being bullied and treated badly.


Other ideas: 
ll You could create an art display made out of all of the shoe templates.
ll You could do the activity as a class or large group by drawing a shoe on a 
large piece of paper and getting everybody to work on it.


ll You could even use a real pair of shoes and decorate them with words and 
images! Here are some examples made by a group of young artists called 
‘Criw Celf’. 
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Activity 2: Dominoes  


This game helps children to think about how serious cyberbullying can be and what 
could be done to help. The story has been developed from workshops with young 
people from Cardiff and Denbighshire. 


The illustrations in the story cards were made by Frank Duffy.


Things you need:
ll A class or group of children
ll Story cards (appendix)


How to do it: 
1.	 Divide the group or class into smaller groups of three children.
2.	 Give each group a set of the story cards.
3.	 Make sure each child has four cards each.
4.	 Tell the children they need to work together and play a game of dominoes. 


This means they will need to work out which order the cards go in to tell the 
story. 


5.	 There are some ‘talking cards’ in the set with a green border. Tell the 
children that when a ‘talking card’ is placed, they need to stop and discuss 
these questions.
a.	 What is this person doing? 
b.	 What could the person/people be feeling?
c.	 What could they do to help Sam?


6.	 Once everybody has finished their game, ask each group to share what 
they said about one of the ‘talking cards’.
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Other ideas: 
Here are some ideas for taking it further:


ll Create a list of everybody’s solutions, you could use this to make a poster or 
tips list to display in your school or setting.


ll You could perform or make a video acting out the scenario in the story and 
show what happens after Sam tells someone.


ll You could create your own version of the game using words or images and 
get other children to play.  
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Activity 3: Cyberheroes 


You can use this activity to share what you know about what happens online and how 
to stay safe. You can show parents, carers, teachers or other children your superhero. 


Other ideas: 
ll Create one big superhero as a class or group. You could ask for a volunteer 
to lie on a large piece of paper, draw around their body and turn them into 
a cyberhero!


ll Have a competition in your school or group. The person with the best 
cyberhero could have them as posters around the building which remind 
children how to stay safe. 


ll You could make a comic strip using your superhero to tell a story about 
them helping a child stay safe online.


Things you need:
ll A class or group of children
ll Superhero template (appendix)
ll Art materials


How to do it: 
1.	 Give each child a blank superhero sheet
2.	 Tell them that they need to create a superhero version of themselves, who 


is there to help children stay safe online. Here are some ideas they could 
include:
a.	 A catchphrase the superhero says to remind children what they need to 


do to stay safe
b.	 Superpowers or a special gadget that can help children


3.	 Once everybody has finished, bring all the sheets to together to look at your 
newly assembled superhero team!
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Help and Support


It’s important to remember that anybody facing any issues discussed in this pack, or 
during the activities and actions, know that they can get help.


Remember if you can, tell someone you trust. It could be a friend, parent, carer, 
teacher or group leader. 


All schools in Wales have anti-bullying and behaviour policies which are there to 
make sure that all bullying online and offline is dealt with properly.


If you don’t feel that you have had the right help or that you have not been taken 
seriously then you can contact the Children’s Commissioner for Wales for advice. 


Children’s Commissioner for Wales


Our office has a team who offer free advice and support for 
children, young people or the adults who care for them. They 
are available 9am to 5pm, from Monday to Friday.


Freephone: 0808 801 1000


Text: 80 800 (start your message with COM) 


Email: advice@childcomwales.org.uk


Here are some other places you can go for advice and support:


Childline


Childline is a UK charity which is there to help anyone under 19 in the 
UK. Childline is free, confidential and available any time, day or night.


Website (with online chat option): www.childline.org.uk


Freephone: 0800 1111
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Meic


Meic is a helpline service for children and young people up to the 
age of 25. They are open 8am to midnight, 7 days a week, and can 
be contacted in English or Welsh. You can contact them by phone, text and instant 
messaging. Meic is confidential, anonymous, free, and just for you.


Website (with online chat option): https://www.meiccymru.org/


Freephone: 080880 23456


Text: 84001 
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Appendix
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Your child and 
social media.


Don’t fall victim to 
an employment scam.


Are they being true 
to themselves?







Take a minute to consider your 
feelings, as an adult, when you see 
some of the comments and images 
posted about themselves by other 
people on social media. 


“Why don’t I look that good?”


“ They’re slimmer/more toned/have 
a better tan than me.” 


“How can they afford that new car?” 


“ Why haven’t we had a holiday for 
three years.” 


“ She always seems to be having 
such a great time.”


Now, think about how your child might 
deal with and react to what they see 
on social media, bearing in mind their 
limited life experience and innate 
trust that what others say is true and 
balanced. They may feel dissatisfi ed, 
frustrated, envious or even angry, 
     which could in turn affect their 
           behaviour, mental wellbeing 
           and even physical health.


It shouldn’t come as a surprise. The 
people your child sees on their social 
media platforms are their own friends, 
relatives and classmates, bands or, 
increasingly, infl uencers who specifi cally 
target your child’s age group. What they 
post are edited highlights of their lives, 
often aided by image fi lters.


For a young person, the need for 
validation, conformity and popularity 
can be very strong, leading to 
vulnerability in the face of what they 
encounter every day on social media, 
often unbeknown to their parents. 


Often, the person posting about what 
a fantastic time they’re having, how 
good their exam results are or how 
wonderful they look may be pushing 
their own negative feelings and 
experiences to one side. Behind the 
screen, who can tell? But this won’t 
help your child’s wellbeing, nor will it 
stop them feeling they need to behave 
in the same way online. 


#kidsonline2021


How does what your child sees and 
does on social media make them feel?


How to help your child be true 
to themselves on social media


This advice applies equally to platforms 
like video streaming and photo sharing 
sites, gaming platforms and chatrooms.


•  Take social media seriously and never 
underestimate the part it plays in your 
child’s life. Remember that most children 
did not know the world pre social media. 


•  Remember that images are very strong 
and can therefore be more believable – 
and memorable – to your child.


•  Take time to talk with your child, 
ensuring you really listen to what they’re 
telling you. Don’t marginalise their 
experiences. Ask how certain things 
they see online make them feel. Ask why 
‘likes’ or ‘shares’ are important. Always 
be there to listen and be supportive and 
non-judgemental.


•  Suggest to your child that they think 
about social media more critically, such 
as whether they think images have been 
modifi ed, and what was the real motive 
for posting the image or comment.


•  Explain that it’s better for your child to 
be accepted for their true self rather 
than a glorifi ed or retouched version. 
Lead by example on your own social sites, 
especially if your child has access to your 
social posts.


•  Explain why it’s important to think 
before they post, and that what goes 
online, stays online.


•  Ask if people that your child follows 
or befriends share their interests 
and values, or if they just want more 
followers or friends than everybody else. 
Ask if they actually like those people.


•  We learn by our mistakes. Explain that 
it’s OK to fail or be not perfect, and it’s 
also good to accept and be honest about 
it, including on social media. Talk about 
this in the context of your own failures or 
imperfections, but also your successes to 
provide motivation.


•  Praise your child, not only for successes 
but doing their best. This will help 
to increase their confi dence and self-
esteem and be true to themselves on 
social media.


•  Sometimes, it’s good for your child to 
take a break from social media. This 
isn’t (and shouldn’t be positioned as) 
a punishment, but an opportunity to 
recharge. It can also provide a great 
chance to engage with friends in the real 
world again, especially as this has been 
so restricted during respective lockdowns 
during the COVID-19 pandemic.


•  Practise what you preach. Consider your 
own social media activity and whether 
it sets a good or poor example. 
Minimise your own use when in the 
presence of your child … you’ll both 
love the quality time.







www.getsafeonline.org


Get Safe Online


Get Safe Online is the UK’s leading source of 
information and advice on online safety and 
security, for the public and small businesses. 
It is a not-for-profit, public/private sector 
partnership backed by law enforcement 
agencies and leading organisations in 
internet security, banking and retail.


For more information and expert, 
easy-to-follow, impartial advice on 
safeguarding yourself, your family, 
fi nances, devices and workplace, 
visit www.getsafeonline.org


If you think you’ve been a victim of online fraud, 
report it to Action Fraud, the UK’s national fraud 
and cybercrime reporting centre on 0300 123 20 40 
or at www.actionfraud.police.uk


In Scotland, report fraud to Police Scotland by 
calling 101.
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